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Bond shall beset at §_ LN\ F PO and the follov wing ettached conditions of bond shell be required.

Hlerein fail not, but of this writ malke due retum, showing how you have executed the seme.

2_@/9@&% //@

Witness my officiel signature, this Gie

COUR"

F@RT BEND COUNTY 9 T

PRINTED NAME GF JUDGE)
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WARRANT NUMBER : &/ A @F R

THIE STATE OF TEXAS §
COUNTY OF FORT BEND §
268™ JUDICIAL DISTRICT §

£

g

o
{

///

4
“/ _The SUSPECT shall sumrender his/her pessport of visa to the Fort Bend County Sheriffs
Offfice (Bonding Jimg Offfice Wmﬂow at the FBC Jail) prior to E@ID The SUSPECT shall mot obtein or apply for
any supplemental or new passporls or vises, [f the SUSPECT does ot have @ passport, he/she shall execute @
SWorn cjjidkovii to W%, @ﬁ@@? amd provide it to jail personnel priov to release.

Va
S/ The SUSPECT shall have NOQ CONTACT or ¢ @@mﬁ@@fﬁg whether in persos, by
electronic commumications, in writing, tirough & third party, or @ﬁh@ﬂ;msc, w&@a the Complainent, Patrick Ermnst,
or the Complainant’ saamily menbers.

3/ The SUSPECT shell report as directed o the Fort Bend County Community Supervision
and Comrections Department Pre-Trial Division the seme business day or following business day upon releass
and as directed eny time after. The SUSPBECT is hereby ORDERED to pay a $40 per month
Supervision/Administrative Fee to the Fort Bend County @@mmmmﬁy Supervision snd Corrections
E)@{@&f’m@m on the date of his/her relesse, and on the seme date cach month thereafter until the case is

digposed. (The SUSPECT shall report, in person, & mininmum of of

The SUSPECT shell mot poszhé ANY type of {ireemmn, W@ap@m or gmmumition. The
Suspect shall surrender all firearms, weapons, and eumuniton in the Suspect’s possession to the Fort Bend
County Shexifl’s Offfice (Patrol lntake Office in the FBCSO Records Loblby) between Sam and 4pm or the next
business day after release from custody. If the SUSPECT does not have any ﬁr@m@s WespOns, OF ArnruRition
in the Suspect’s possession, he/she shall execute a sworn afiidavit to thet effect and provide it to jeil pecsonmnel

prior to melzess. 7
/7

7

__./ ___ The SUSPECT shalll pepmit the Pre-Triel Ciifcer or his/her represeniative to fnstall on
the SUSPECT’S @@@p@ﬁ@?@@/@@%@@(&h at the SUSPECT’S expense, eny hardware or software systems (o
monitor the computer(s)/devies(s) use or gf@vmﬁ access to perticuler meterials; end the SUSPECT shall
gbide by all monitoring rules and shall not with or eftemypt to diseble, circumvent, or change any
aspect of the monitoring program. The mom@ong protocol shall mot impede or mﬁ@ﬁ”@fa with
communication between the SUSPECT end his/her aﬁ@@@y Any communicetions between the SUSPECT
and his/her attorney shall not be viewed by the individual(s) respomsible for monitoring the devices, ead if
inadvertently \Wif/ﬁmﬂ shall not be disclosed to enyone.

! he SUSPECT shell mot use emy computer that hes not been euthorized for vse in writing

by the Pre-Trial ial Officer. This condition applies to end mcludes, but is not Gmited to, computers et other
businesses, pri ‘V@ﬁ” homes, librardes, schools, cyber cafés, or other public/private locations.

/ __The SUSPECT shall not use or own eny eleconic device which allows lntemet access
m@ﬂ@@@ gpmﬁ%ﬂy authorized i writing by the Pre-Triel Probation Department and Pre-Triel Offficer. This
includes, but is not Hmited to, satellite dishes, PDA’s, electronic games, web-television, Intemnet applisnces, and
@wrﬂm/&@m telephones.
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8. ﬁ\g The SUSPECT shsll not possess or let another individual possess an umsuthorized
computer or other electronic device in his/her home.

)

v The SUSPECT shall pemit the Pre-Trisl Officer or hisfher representative o conduct
periodic unannoumced examminations of comyputer(s) E@IE@/OBE’ any equipment accessed by the SUSPECT. This
may include retrievel and copying of all m@m@n‘y {irom I @TJ%{W% end may also fnchude removel of
such computer(s) agd/or equipment for the p of & more imspection by probation steflf o by a
forensic analyst to #nsure complience with @f@@s @@@C@@@@a

10. V' The SUSPECT shall ebide by &ll monitoring rulles emd shall not temper with or attemmpt to
diseble the monitoring program on his/her @@Wﬂ@@@ %@ SUSPE‘*’T Sﬁmﬁ p@ﬁm@ the periodic vnennounced
inspection by the Pre-Trisl Ofificer or his/her represeniative of smy such fnstalled T@ﬂ?@W&’@ or softwere fo insure
it is ﬁmm@amg propexly end/or has mot I@@@m )@raﬂ with. Amy @@mmmﬁ@&ﬁ@m between the SUSPECT
and his/her attomey shall not be viewed by the individual(s) responsible for monitoring the devices, and if
inedvertently viewed shall not be disclosed to anyone.

11. The SUSPECT shall mot change or t to e, circumvent, or diseble any
restrictions and/or seltings established by the Fort Bend C Y@@EW Cmm@mﬁy Supervision and Comestions
Depertment Pre-Tirisl Division or the Pre-Trisl Ofificer.

7/

12. /[ _The SUSPECT shelll not use emy software progrem, services, or devices that are @@z@m
to hide, gﬂﬁ@f or delete recordings/logs of computer use, lntamet activities, or fles stored on the SUSPECT s
assigned computer(s). This condition imchdes prohibition of the use of encryption, stegemogrephy, m@
cache/cookie removal softweare.

13, Mﬂn@ SUSPECT shall not bave another ﬁm@ﬁvﬂdm&ﬂ s the Intemet on his/her behalf to
obtain files or information wirich the SUSPECT is restricted from sccessing, az@d the SUSPECT shall mot sccess
any Intemet Service Provider account or other online service using someone else’s account, nams, @@mg@ﬁa@m

!

&:\w /<¢ =Y I
Iz A
Witness my official signaturs, dais the )1 day of_2-13 5= = A g’i?

ey

(2= Sk L) e v COURT
@@RT BEND @{UNW TEXAS
D Ny 5 (2
PmED D NAME OF JTUISGE

Signature of Teral \Vnmﬂ Patel (ac scknowle ging receipt)

(=

Date
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and the name Antonio

.
sent an

2 iy subpoens to
I i ]

s x\@gwwefz ch b@@k@ @s@@m@ Qm or ﬂg\ .

received SLK acebook records Lrom M@ﬁ Platforms, Ine.

(
@’Wﬁ

» ok
SUOS

& & Tesponsl s and ©
following subscriber informn , and phone n

t Bend Co w"m Appraisal District (FBCAD) website, Affiant search
| and saw that it was a resid )
their homestead.

Using

Using law enforcement ds d 8 cumreat “@x&@s Driver’s License for Tarel

. observed that Driver’s ZRN - Taral leul Patel, and
emergency contacts as Atula Patel and Vipul P@@@ﬂ Affiant @bg@W@d &ms mailing address as

Affiant observed in Texas Depertment of Public S “@f@@/ (DPS) records ﬁ@m

tzontzint that prior to changing his a «M@@ “‘@‘@&2@)231 Taral Patel’s physical address was listed
ely identified LF aral \V/ﬂpm Patel o be the same
Precinet 3 by comparing the Texas Driver’s
Jeralpatelix.com.

['he Google grand jury subpoena return he account mountaingoaiz .
ol '% YL)YLAM@ nformetion. Afient ed it to kst the sccount k,cl@i 8 &S T8 stl P

=]

AfEent searcied the card number ‘Ld; 15 1 %
as P Morgen Chase Bapk. On or @bmﬁ April Tt

: : P M@m@m @3@@@ u for reconds identis g/mg @h@

B

4, 28, TP Mion

responsive to the g\;wusz@mas Affient observs ad the records o id @mgyf @h@ owaer of ¢ H@ l(@ ¢

to moutaingoatzrule@gn
@&mm‘zi&‘i@mﬁ TARAL PATEL

Customer Addisse:
P%:@cm Numsber:

wrE seordl o
s Q i3 {
WEC ARG I

Affisat @g f“@ ”) Bank records to further identify the customer 'biv* User ID:
"’mzﬂx/pa el05™ and vw’i@”@)@ml@ o, Afffent knows thet this email address is linked to

i ooserved ¢ %ﬁi

ct emadls in this investigation (ses pages 7-8). Afffen
Of BTes, m@l in the Washington, DD C. and’ Ariingion, VA

(=

.»& TP@S{Z ’(, rl% Wel 3 = £
cémgmﬁms i and arouad
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2024-01-16 03:46:54 Z | 2601:2¢2:981:7e50:6361:bena:1c13:8847 | Logia

Affient seanched the TP ess 242601:262:981:7650:d3 ‘7‘“'@@?@1@13 8867’ ﬂfé 3Mm Open source search

7

engine and learned that it belonged to Comeast in the Houston Metro aree. Afifisnt seat & grand jury g’r bpoena
to Comcast requesting the subscriber inl *Omm@@ for the IP address. On »\{I@y 21, 7@% Aﬁfﬂ@mif received records
from Comcast respomsive to the grand ] frJ subpoens. Affiant reviewsd the records end learned “‘*‘\ that

subscriber to the Comeast account was muma Patel,| | A

noted that subscriber information matched the Texas Driver’s License retum of Tearal Vipul Patel.

Noting the \@@@ it Recov SMS @E@@@

\

i

i L‘Lm mg sG] m@ L@@ﬁb@? ‘
L@i@@" o ez subpoens. /Mimir navzm m the records

W

ila é\smx 1ant
T0EADS

@mi@@@ mail,
knows based on §
lular/mobile T

ft Tes §f1@@§

On May 7, 2024, ed tevo searc ch wamrmnts from Judge T. Cester, of the 400 Dist

Fort Bend &L@MM\% “k @xm w it Zk >2§ Jl dicial Disteict of 1@?@” One N&mﬁ wes to ?@@@Z@ for the contents of
] of to Meta Platlorms ‘ for the

2 g
ot Couxt,

SAv e
ADG ‘Jl\\})y

e

On or =ebout Mey M xﬁ&iﬁ\ﬁ recgived rds from Go %I in the

amd f“)i% SETVE dovice

ch warrant, ASfam: reviewed the records
2 I 6 Pro mobile phone d

oL m@mg@ wmuoc’fﬁ gmai
s, Sal - 2 2 e o

com was a Pixel ¢
% o mot ngostznile@omail.com
ngil accounts, inecl

o PR
> [eCC

&

"c

uding but not limi

troom.  Affiant “@9( ws from b@z
het Teral T’%@E worked as Chief of |
%5 ﬁov neEr m@ @@mg TEce ml WETS |
e on Taral of Preci

r (Ei\ D¢
w-/l‘ £x%.C






A B2 o eate oy P remm i Bk e i PRI (.- saravn e Grv Bl
Affifiant wmm@d her review of the records from Goo %(e.z in respoase o the

. 3
oY e Py A
Yacenook to /rw h}

TEeser ¢

gy 69 mdmeas
et I‘c 1 Antonio, Y

1P add

@@w@f‘ sear look up the [P address 38.42.1.196 ‘

slong @@‘ ‘7@ Sta fgyg Inc. i Washingto ﬁ) D.C. ] Afiiant sent a gr md Y SR “b@@ma i“;cc S AITY
questing er m(“@r*‘i%@@% for the IP address. T‘J“ or about Meay 21, 2@2% Affisat received rec ords
Stagry inc. responsive to the grand jury subpoens. Affiant revnewed the records and observed the followmg
] Address:

@»

@

subscriber in u@f:o:h@m 12 Name: Tarsl Patel,

,  Phone: , Length of Service: @@/'3?}’2’7/?@22 ﬁ@ 05/31/202
lvoatel@email.com. - Afffant ﬂ@ﬁ@ﬂ that the emafl 2nd phone number for this account ere &
the identity of Taral Patel across multiples credible sources, including | b@t not Ilmmg@@l to D P‘Q

Vo

=

8L
Chese.

out May 16, 2024, Affie

ree

On or abc ni reviewed a press release from Fort Bend County Judge K.P. George
firom February 22, 2021, that stated 7 “@\ Ew@ﬁ ned ascepted @ job in Washington, D.C. and his last day would
be March 2, 2021, Affiant also used open source search tools and found a commencement program for the M: j
19, 2023 graduation ceremony for George Mason “J’M@@W Antonin Scalie Law School, which listed Ta
P ‘ . Affient knows based on informetion distributed by Taral Patel’s oﬁmpm@ 1 that Ta

9

)
al Patel
ng classes at George

Pa Jt@d as a g :
asserts he WOELC\% \é’/u:sim ﬁg@mg 1'1)0\;; !f@f the Federal Government and aftended eveni
Mason University A

&) 8 ¢ SHATLON
» 28, LTI

b s

i
;wb &

TOTE &

On May 22, 2024, Affient received records from M@E Platforms, Inc. (Facebook) in response te the
search warrant fog it@@ Antonio Scalywag Facebook ace aﬂom, t. Affiant reviewed the records and observed that the
photo of Pafrick Emnst was uploaded to Antomio Scalywag’s profile on or sbout October 20, 2022, &om a
mobile device using 1P address: 38.42.1.196. A ,,Ff\ *ft Lm"w besed on her investigation thet this was & Starry,
Inc. IP address that was registered lo Taral Patel in Arlington, VA. Affient loceted ia the Facebook re mr@ the
three p@m which were used in Tavel Patel’s press %h@a@e on September 18, 2023. Affiant also observed in the
records a threat ma@@ to amother user by Auntonio Scalywag. From Affiant’s review, it & ed thet Antonio
@‘;@Sy mg% amd ending the hreatening mess 3
| erved by the reci

e d@ﬂxéao the message. Afffant observed @(yﬁCfd m, TESS
nient end sent back to Antonio Scalywag as & medis message,

observed in iu@ ” @@ book records TUmMErcUs mMESSAZES AR CL or comments by Antoai
Cormrmissioner and its candidates. Affie @T%nww@@ a ser]

fir o Jm iy 20 ?L he month ﬁf@ 10! iale WaS O @af ed, criticizing (Comms%m@; Am@ly /k—w'ﬂﬁ@ Aflfent olbserved &

series of direct meysages o &, Aﬂm* to articles, “‘"@//QTS’ commenss fm 2023, challenging the qualifications of

s 9tey
eSS O ggw‘si@

i

Dem @@f@iﬂﬂ primary ﬁm \cw@,@g Abrehim Javed. Affiant observed & series of direct messa {j 23, [POStS, &M@r
comments in 2023 and ’“’3 ‘FL@‘ were both “z’:l@@l of Meyers and/or appesred to supp t \/Iggy@f using

zenophobic language 1

#
(G

ided in Tarsl Petel’s press release. Afiant 2 %Ms

@z@% od a message
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£ Antonio Scalywag

o il defoat your jies,
Tomw Javed and his gerius
son ire gong ic rject
reiion dodars in cur county
COMUMISSIONST rac2,

| atn proudiy workag aitr
them, it youdor’tget en
board, e Wit wrin and
defest you o,

Congressman Al Green s
with Abrahin Javed
campaign for Fert Bend!
Onox Abrahiam wits this
race, ha will support s
father for Congress o b

presidensy.

&' Whoeven e you?

If you inzerfers iy our

campaign for Fort Beng

County, you il 32

gestroyed by Tahr Javed
&% by lesing your status,
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er peace officer of ’an\:

Iy reguests the issu

P & [RJ
nee of an Arrest W

Olb

arrant authorizing Affiant or any
Texas to amrest TARAIL VIPUL PATEL, am Asian/Pacific ﬂgﬁm@mﬂ%@m«
:ﬂﬁgg@a}mﬁc male with date @f bﬁm&z and fssued Texas Driver’s E feemse Number for ¢
nse of Online Impersonation, 8 third degree felony,

e *E\{/’J
9 &

mﬁgo E PRESIDING
758" Dieoxc

R

54X
FORT COUNTY, TEXAS
RRHW ;g “@A ‘v;ajg @p m& O
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THE STATE OF TEXAS §
COUNTY OF FORT BEND §
268™ JUDICIAL DISTRICT §

=]

£
{

?

The SUSPECT shall sumrender his/her passport or visa to the Fort Bend County She
v ng Office v\fm@]@w @;@ﬁ @?““C 3C Jadll) prior f@Oﬁ@”% se. The SUSPECT shall not obtain or &
4”5 ‘@IQZC/Q“ rmental or new p J)m«wt is o visas, Iff the SUSPECT does not &@% a passport, he/she shall exe

sworn affidavit E@/‘Q effect and provide it 1o Jm/’ | personnel prior to release.

\

y

The SU QPM, shall have NO CONTACT or attempted contact, whether in person, |

electronic communications, in writing, tarough 8 third party, or ofherwise, with the Complainant, Patrick Brast,
or the Compiain dy m@m IELS.

o

_The SUSPECT sheil T@Q@ﬁ as divected to the Fort Bend Covnty C nmﬁv Supervision
rections @«whuba@m Pre-Trial Division the ser ,@ business day or following T@w s day upon release
and as dis e«*iﬁ@ﬂ any time afler. The SUSPBCI rg hereby ORDERED to pey & $40 per month

Supervision/Administrative Fee to the Fot B a:ez@ County Community Supervision smd Corre “ﬁ@ﬂg

»

(g P

Department on the date of his/her n’*@ﬂ@ﬂ@m and on the seme date each month thereafter wntil Jf@ cose |
disposed. (The SUSPECT shall report, in person, 2 minimmumn of once per monih.)
The SUSPECT shall not possess ANY type of fi ﬁ’@f@iy& wespon, or ammunifon. The
ender &l fireanms, weapons, and ammuntition in the Suspect’s possession fo the Fort Bend
QLEJW b & R’\ @ ﬂ@ay {Pegrol lmtake Office in the FBLSO Records Lobby) between Sam and 4pm on &’2@: )
W&mus; @ ay wﬁ@/ @/gm@ from custody. 1§ ﬂiuy % ECT does not havs any ﬁf% 100 wmmxm@

possession, he/she shall executs & swomn affidavit to that eiffect end provide it o ﬂaL perso ﬁmdi

)p’ @H {v) n’\m(ux

[ ?J pemiss e Pre-Tolal Clificer or his/her Ic@yrm
ECT’S con ”um@rfm vice(s), at the SUSPECT’S expense, any hardware or software /&f:ma@ to

W“"

(@4&

\&) @XC orevent access to particuler meaterials; and the S F‘WE\\,A shaill
monitoring m@;% and bjbf'l’l‘ not temper with o @ﬁ@%mpfc fo diseble, circumvent, or @1‘%171@: any
“Lg@ Moitoris g [PrOgram. Thae monitering protocol shell mot impede or m%@m fere with
m@. tween T [ amd b . ARy cOmImUERICE veen b
ewed by the individual(s) respousibie for monitoring the devices,
fo@@@ to aayone.
gl mot use any computer hat hes not been authorized for use in writing
oplies to snd includes, but is not o to, mmwim n ‘hz@f
fés, or other public/private locations.

monitor t?s\@ computer(s)
abide by @
aSPE g‘i @

o

==
o=

Q m /h;? «a‘;ﬁ

O This condit
" 4 Tee enhorie  owviner o
55, ;m% te i ///mm es, libraries, schools, cyber ca

Al

by the Pre-Trisl Probetion Depertuent smd Pre-Triel Officer. This
ies, PDA’s, electronic games, web-television, Inte

The U‘S?D\ °T shell not use or own any elecironic device which allows Internet access
unless specifically w@wgﬁm‘l im writing
w@h@’@gg Wr is not Eﬁﬁ ted to, satellite d

net appliances, and
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7
/
8. ¥ __ The SUSPECT not possess or let enother individual possess an unsuthorized

computer or other elestronic device in his/her bome.

9. The SUSPECT sheil permit the Pre-Tral Offficer or hivher representative to coaduct

periodic unannounced examinations of computer(s) and/or any equipment accessed by the SUSPECT. This
may include retrieval and copying of all memory from herdware/softwere end mey also inchude removal of
such computer(s) agd/or equipment for fhe purpose of & mere thorough inspection by probetion staffl or by a
forensic analyst to gnsure complience with this condition.

The SUSPECT shall abide by all monitoring rules end shall not tamper with or atiempt to
disable the monitoring program on his/ber devices. The SUSPECT shall permit the periodic unannounced
inspection by the Pre-Trial Officer or his/her representative of eny such installed hardware or software to insure
it is functioning properly and/or has not been tempered with. Amy commupicetions between the SUSPECT

7 tomey shall not be viewed by the individual(s) responsible for monitoring the devices, and if
' viewed shell not be disclosed to emyone.

11. 1 / The SUSPECT shall mot change or eftempt to chenge, circumvent, or diseble any
restrictions andor settings established by the Fort Bend County Community Supervision and Cormrections
Depertment Pre-Triel Division or the Pre-Trial Officer.

12. [/ The SUSPECT shell not use any software progrem, services, or devices thet ere designed
to hide, alter, or delete recordings/logs of computer use, Internet activities, or files stored on the SUSPECT’s
assigned computer(s). This condition includes prohibition of the use of encryption, steganography, and
cache/cookie removal softwere.

7
13. /' The SUSPECT shell not have another individual access the Internet on hisher behalf to

obtain files or information which the SUSPECT is restricted from accessing, and the SUSPECT shall not access

any Intemmet Service Provider account or other online service using someone else’s account, name, designation,

JRE
Ofr aLlas,

L

- o 5w oo o . c
Witness my officlal signature, diis the ;5@3‘; day @6@ e
R )

S

&SN D sadc e COURT
FORT BEND CQUNTY, TEXAS
O sy Ben @&t oh
(_Nnepe) SENOHES
PRINTED NAME OF JUDCE

Signature of Teral Vipul Patel (acknowledging recsipt)
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.
namea

us o4 ME M mp in

%"’(“\‘f Bevd Covaty, S

[ actually and @@@@@gﬁﬁ Hv ﬁﬂ@sf@ﬂ@" ,?9&?3___:4 miles in the servies of s writ, in addition to sny other
ice of o

er process in this cause during the same p.

..
etk 3 .
Jork  Bend County, Texes
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#3555TQ BE FILLED OUT BY ASSISTANT DISTRICT ATTORNEY AFTER THE WARRANT IS SIGNED
‘@Y ‘T HE mmgis&ﬁﬁi&?iﬁﬁﬂ

Dr@mamm
D@ srE
i L@g@@m‘ e

T

DOB

Charge ONLINE IMPESONATION (F3)

-

Prosecutor CHARANN THOMPSON

Detective / Officer & Badge # INV. EVETT KELLY / RANGER LOUIS CALTZONZINT

7

Agency Name FBCDAOQO /TX DPS

NI (o€ aurent
. LIl gV
4

XY

I o T

Victim’s Name PATRICK ERNST

To Assistams DA: Gl out & form for each pocket warrant done and returmn to intake the next business

£
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AFFIDAVIT OF NO WEAPONS/AMMO

-
1, atel T e , DO HEREBY SWEAR
THAT 1 DO NOT HAVE ANY CURRENT WEAPONS/AMMUNITION.

A L

DEFENDANT’S SIGNATURE

I\
SWORN TO AND SUBSCRIBED BEFORE ME THIS THE /3 DAY OF
i 2024.
J

e

NOTARY PUBLIC IN AND FOR THE'STATE OF TEXAS

v i

e —

Shera, JOSE REYES
s 8 Q02 Notary Public, State of Texas

BEZ
E"&%}\\E Comm. Expires 04-08-2028
13,08 W Notary 1D 134841386
e F






PROBABLE CAUSE AFFIDAVIT

[ st : TR f\"&‘
b)z uuf;\/l TEHA

UNTY OF FORT BEND

e unto me this da;

SN

'A,n 1@51@@@3@ (name of offices! deputy), 8 Person known by me
rsigned ;;@@@”&/9 and U wears as follows
Msy name is Abmaham C. P m@@@ (neme of officantdepuey). 1 have good reason to believe and

do believe the facts asseried below.
Ehant, A. Pineds (meme of oficer/deputy) is emp

the under

0

\F

m“h‘@ mg %@%

s Incurred, prop
j EACH L&Lﬁz M

1t Bend County, Tex
am Pineda #13568 o

e

: At ?e\jxof@%“ mately 7:03 T‘ﬁ@@\},
erved a black SUV commit the @Fﬁ@m@@ of ép@@m@mg &Lﬂ] er Lr mit on U S 59 near

U

: 114 NB. | sctivated "fw emergency @qunrm@m and condusted & 7 plaving
1 identified the driver as Taral Vipul Patel, TXDL .

e, Patel of an cutstanding w&mm he curvently had out of Fort Bend County, Texas for
of ide ‘muﬁw warrantid-1 1 EZé}M 1. M. ¥ f«w h@@ an @"é’ “ﬁuﬂ@ma m\mm or Online

mihe 6112401 Both

5 0 3 & g
Ben \gcz"m“w Jail with u\m f*u ELM dm@ﬁ@@m&. %
520 S vt@’@'gz@ focated &t (1 ézés@
o the Texas Rangers: .

NERY
a0

i3

ems were s¢

Z]

AND @f ORN

Py g w? it fade 4
L\;@ﬁ@. Puiolic, on tal the

%

k\ Ve,
r/\f/'
// [

o, STEPH |
% o, STER} [Wgﬁ‘ J@ggm

ary Publt

Hpires 08-13-2629
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BOND DELIVERY AFFIDAVIT
FORT BEND COUNTY. TEXAS

Please note that this atfidavit is swom to under penalty of perjury.
FALSE STATEMENTS CAN SUBMIT YOU TO CRIMINAL PROSECUTION.

oare Lt 02 94 e

LIABILITY LIMIT S_ (¥, 6 OO0 =

[ hereby authorize H ‘f—l/{ l[( :
TX DL or Government ID number: . to act on my behalf in
presenting bail bond number(s) . PR . for
the purpose of releasing the following defendant: “Taral V, Va 7.

cause number(s)
from Fort Bend County or jail.

The undersigned individual is not a Licensee. Agent or Employee of a Bond Company and is not
being compensated in any wayv for presenting this bond(s). In addition. the undersigned
specifically agrees to hold harmless all judges. law enforcement otticials. and their agents from
anyv liabilitv that may arise in connection with the execution or use of this Bond Delivery
Affidavit as designated above.

Atula V. Patel

tindividual Printed Name:

AMOR SALDANA #141,143 ' 7
iSurets Printed Name and T icense Number: < iSLM\rewuw/
THE STATE OF TEXAS §

COUNTY OF FORT BEND §

Before me. the undersigned authority. on this day personally appeaxcd QV{'M V }Qa %é/

(Individual). known to me to be the person whose name is subscribed to the tforegoing
instrument. and acknowledged to me that he executed the same for the purpose and consideration
therein expressed.

GIVEN;UNDER MY HAND AND SEAL OF OFFICE oy THIS THE /72
DAY OF _ }Lunt L2024

JASMINE NICGLE SALDANA
otary Putl.c, State of Texas
S Comm. Expires 03-14-2025

THESTATE QFTEX 8331027

LY LS
i

Before me. the undersigned authority. on this day personally appcarcd AMOR SALDANA

(Surety). known to me to be the person whose name is subscribed to the foregoing instrument.
and as,knoxxledoed to me that he exccuted the same for the purpose and consideration therein
expressed.

GIV E? UNDER MY HAND AND SEAL OF OFFICE ON IHIS THF /92
DAY OF . |44 L2028

JASMINE NICOLE SALDANA
Notery Public, State of Texas
é‘:‘ Comm. Expires 05-14-2025
i ‘NB‘S’y 13 Mngre07
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WARRANTNUMBER: /7~ |- 224 Swo
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T

THE STATE OF TEXAS § WARR
COUNTY OF FORT BEND § 7112282
268TH JUDICIAL DISTRICT §

/
I

SEARCH WARRANT COMPELLING THE DISCLOSURE
OF STORED ELECTRONIC COMMUNICATIONS

TO THE SHERIFF OR ANY PEACE OFFICER OF THE STATE OF TEXAS:

WHEREAS, the below signed authority, a Judge of a District Court located in Fort Bend County,
Texas, upon proper Application by the State of Texas supported by the sworn Affidavit of the requesting
peace officer. Investigator Evett Kelly of the Fort Bend County District Attorney’s Office, (which said
Affidavit is here now made a part hereof for all purposes and incorporated herein as if written verbatim within
the confines of this Warrant) through which the Court finds specific, articulable, sufficient, and substantial
facts establishing probable cause to believe that the requested records constitute evidence of the offense of
Online Impersonation, a violation of section 33.07 of the Texas Penal Code, and evidence that a particular
person(s) committed said offense.

This Warrant is signed pursuant to Articles 18.02(a)(13) and 18B.351 - 18B.359 of the Texas Code
of Criminal Procedure and is consistent with Title 18 United States Code (U.S.C.), 2703(c)(2) and Orders the
affiant or any peace officer of the State of Texas to go straightaway and deliver to Meta Platforms, Inc.. 1
Meta Way, Menlo Park. CA 94023, a copy of this Warrant compelling the release of Electronic Customer
Data as defined in the Texas Code of Criminal Procedure (T.C.C.P.) Chapter 18B pertaining to the Facebook
account Surendran Pattel (Profile ID _ for the time period of account creation to July 1,
2024.

YOU ARE THEREFORE COMMANDED to forthwith search the place therein named, to wit: Meta
Platforms. Inc., with the authority to search for and to seize and/or agents of Meta Platforms, Inc. are hereby
compelled to search for, seize, and to turn over the following records and information that are held in

electronic storage by Meta Platforms. Inc. pertaining to the Facebook account Surendran Pattel (Profile
ID ﬁ for the time period of account creation to July 1, 2024:

Said Electronic Customer Data is more particularly described as:

1. Basic subscriber information, including but not limited to: the user identification number, full
name, e-mail addresses associated with the subscriber(s), current and past physical addresses
(including city, state, and zip code), screen names, websites, any and all registered mobile
telephone numbers associated with the listed account, account or log-on names, Internet Protocol
(IP) addresses associated with the listed account, and other personal identifiers;

2. Information about the subscriber’s use of Facebook, including but not limited to: billing
information, credit card information including account name, account number and expiration date
used in conjunction with this account, types of services utilized by the subscriber and the lengths
of such services or any other identifying or pertinent records relating to the subscriber, account
application information, account access information, user logon information (including secondary
user logon names), account usage reports, and any other information both in electronic customer





n

10.

16.

17.

data and written record format, that records the activities of these accounts relating to the
subscriber’s use of the services offered by Facebook (Meta Platforms, Inc.):

All records pertaining to commmnunications between Facebook and any person regarding Surendran
Pattel’s Facebook account (Profile ID _ including contacts with support services
and records of actions taken;

Screen names the account holder has added to his/her account, the service they are associated with,
and whether these names are hidden or visible on the account;

Other accounts and all account information that may be associated with Surendran Pattel (Profile
1D I :fic: it has been identified;

ID Facebook account;

Anif information that would aid in the identification of who created the Surendran Pattel (Profile

Alternate names the account holder has on the account, including by way of example but not
limitation, nicknames or aliases;

Email addresses added by the account holder, including email addresses that may have
subsequently been removed.

A list of IP addresses, dates and times associated with logins and logouts to Facebook account
Surendran Pattel (Profile 1D || D o: a0y related/connected Meta Platforms, Inc.,
Instagram, or WhatsApp accounts;

Expanded Subscriber Content, including by way of example but not limitation, profile contact
information, status update history, shares, notes, wall postings, friend listings to include friends,
Facebook user names or IDs, future and past events; date and time stamp of account creation, most
recent logins;

. Stored active sessions, including date, time, device, IP address, machine cookie and browser

information;

. Third-party applications (or “apps™) the account holder subscribes to;
. A history of the conversations the account holder had on Facebook or Facebook Messenger;

. All records of communications and messages sent or received by the account holder or through

other associated accounts, including but not limited to all direct messages, all chat logs, Facebook
messenger communications, video or audio calls and any archived messages:

. Places the account holder has checked into;

A list of people who follow the account holder, including by way of example but not limitation,
user name and account information,;

A list of people the account holder follows, including by way of example but not limitation, user
name and account information;

1~





18.

22.

23.

24.

25.

27.

28.

29.

30.

Pending, sent and received friend requests, including by way of example but not limitation, user
name and account information;

. A list of the account holder’s friends and close friends, including name, Facebook ID, and

Facebook account name;

. A list of addresses where the account holder has logged into his/her Facebook (Meta Platforms,

Inc.) account;

. The last location associated with an update on this account;

A list of the accounts this account holder has linked to his/her Facebook (Meta Platforms, Inc))
account;

All archived stories or posts;
All posts, photo(s), video(s), or other items “saved” by the account holder;

All saved highlights or highlight stories;

. All comments or likes that the account holder has made on another user’s post, story, photo, video,

or status update;

Networks or groups (affiliations with schools or workplaces) that the account holder belongs to on
Meta Platforms, Inc.;

A list of pages this account holder administers;

Mobile phone numbers the account holder has added to her account, including by way of example
but not limited to verified mobile numbers he’/she has added for security purposes;

Photographs, in their original format, the account holder has uploaded to his/her account or shared,
as well as, temporary and stored photographs the account holder has shared via chat. The
photographs should include metadata information, including but not limited to, the date and time
the photo was taken, GPS coordinates, make, model and possibly serial number of the device used;

. Videos, in their original format, the account holder has uploaded to his’her account, or shared, as

well as, temporary and stored videos the account holder has shared via chat. The videos should
include metadata information, including by way of example but not limitation, the date and time
the photo was taken, GPS coordinates, make, model and possibly serial number of the device used:;

. Posts by the account holder to his/her own timeline, including by way of example but not

limitation, photos, videos, and status updates;

. Posts to someone else’s timeline or profile by the account holder, including by way of example

but not limitation, photos, videos and status updates:

(V%)





34. All contacts associated with the username whether derived from a mobile device phonebook or
address book, associated Facebook account, or manually searched for and added:

35. All device information associated with the Facebook account including, but not limited to,
International Mobile Equipment [dentifiers (IMEIs), Mobile Equipment Identifiers (MEIDs),
International Mobile Subscriber Identities (IMSIs), and Unique Device Identifiers (UDIDs);

36. All images, photos, and videos including all photos uploaded by that user ID and all photos
uploaded by any user that have that user tagged in them. Said images, photos, and videos shall
include all associated geotags whether derived from user keywords or tags or obtained from the
Global Positioning System or other location services of a mobile device;

37. All activity logs for the account and all other documents showing the user’s posts, keywords and
tags annotated by the user, keywords and tags the user posted to other Facebook accounts and
images, and the keywords and tags of other users posted to the target Facebook account and
images: and

38. All linked social media accounts including, but not limited to Facebook, WhatsApp, Twitter, and
Instagram accounts and the username and/or user identification number for those accounts.

39. All linked Meta accounts associated with Surendran Pattel (Profile ID_ or its
verified email account taral@movetexas.org, including any other Meta accounts listing
taral@movetexas.org as a verified email address or alternate email address or listing the phone
number_as a verified phone number or alternate phone number.

[T IS HEREBY ORDERED that said records are to be delivered to the Applicant/Affiant, [nvestigator Evett
Kelly at 1442 Eugene Heiman Circle, Richmond, Texas 77469, within 15 business days after the date of
service or by electronic mail to evett.kelly@fortbendcountytx.gov. If e-mail is not available/possible, that
the providers provide the required data electronically on a common storage medium, such as CD-ROM
(compact disc read only memory) discs, and/or flash drive. Also, that all providers provide, when possible
and so requested, all requested data in ASCII, comma separated values (.csv), or fixed length (SDF)
format. This is to include that any and all records/data will be provided in all available formats of data,
upon request, to include, but not limited to, documents/files currently produced in Microsoft Word,
Microsoft Excel, PDF (portable document format), CSV (comma separated value), and/or other electronic
formats. Further, that upon the specific request of Affiant and/or the Fort Bend County District Attorney's
Office, that any provided data, including account specific, be provided by the necessary providers in a
business records affidavit format that complies with the laws of the State of Texas.

IT IS FURTHER ORDERED that Meta Platforms. Inc. including any of its employees or agents, is also
ordered to retain, indefinitely, hard and soft copies of all records and/or data provided as a result of this

Warrant,

IT IS FURTHER ORDERED that the requesting law enforcement agency compensate Meta Platforms, Inc.
at the prevailing rate for expenses incurred directly relating to compliance with this Warrant.

IT IS FURTHER ORDERED that Meta Platforms, Inc., including any of its employees or agents, may not
disclose to any person the existence of this warrant for an indefinite period. as any notification or

4





disclosure to any person of the existence of this warrant will have an adverse result as defined by Texas
Code of Criminal Procedure (T.C.C.P) Chapter 18.B. Subchapter K, Art 18B.50] and 18 USC 2705b.
Irrespective of California Penal Code Chapter 3.6 Section 1546 et al, this prohibition from notice to
ANYONE has no expiration date. The probable cause set forth by the attached Affidavit contains evidence
and suspicion of the crime of Online Impersonation, which is contrary to the laws and peace and dignity of
the State of Texas.

IT IS FURTHER ORDERED that Meta Platforms. Inc. SHALL notify the submitting agency, named
investigator, and submitter of this process, in writing, 15 days prior to providing NOTICE to ANYONE
so that additional legal process can be obtained.

IT IS FURTHER ORDERED that Meta Platforms. [nc.. shall verify the authenticity of the customer data,
contents of communications, and other inforination produced in compliance with this warrant by including
with the information the affidavit form, provided by the authorized peace officer serving this warrant,
completed and sworn to by a person who is a custodian of the information or a person otherwise qualified
to attest to its authenticity that states that the information was stored in the course of regularly conducted
business of Meta Platforns, Inc., and specifies whether it is the regular practice of Meta Platforms. Inc.,
to store that information.

IN THE NAME AND BY THE AUTHORITY OF THE STATE OF TEXAS

HEREIN FAIL NOT, as the peace officer to whom this warrant is delivered you shall execute it without delay
and within eleven whole days and due return make by faithfully completing the form attached hereto
designated for such purpose.

e

ey 3
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THE STATE OF TEXAS
COUNTY OF FORT BEND
268TH JUDICIAL DISTRICT

WARRANT NUMBER: s \' f}'\)\ L:)\,\) ’\/

@ Lo

APPLICATION FOR SEARCH WARRANT FOR
STORED ELECTRONIC COMMUNICATIONS

L

COMES NOW, the State of Texas, by and through the requesting peace officer, Investigator Evett

Kelly, and requests that a search warrant be signed, pursuant to Arts. 18.02 (a) (13) and 18B.351- 18B.359
of the Texas Code of Criminal Procedure, and, in accordance with, Title 18 United States Code (U.S.C.)
2703(a) requiring the herein named electronic communications provider to furnish all Meta Platforms, Inc.
account records for Facebook account holder; Surendran Pattel (Profile ID _ from
account creation to July 1, 2024, including:

l.

(V9]

Basic subscriber information, including but not limited to: the user identification number. full
name, e-mail addresses associated with the subscriber(s), current and past physical addresses
(including city, state, and zip code), screen names, websites, any and all registered mobile
telephone numbers associated with the listed account, account or log-on names, Intemet Protocol
(IP) addresses associated with the listed account, and other personal identifiers;

Information about the subscriber’s use of Facebook, including but not limited to: billing
information, credit card information including account name. account number and expiration date
used in conjunction with this account, types of services utilized by the subscriber and the lengths
of such services or any other identifying or pertinent records relating to the subscriber, account
application information, account access information, user logon information (including secondary
user logon names), account usage reports, and any other information both in electronic customer
data and written record format, that records the activities of these accounts relating to the
subscriber’s use of the services offered by Facebook (Meta Platforms, Inc.);

All records pertaining to communications between Facebook and any person regarding Surendran
Pattel’s Facebook account (Profile ID | I . incuding contacts with support services
and records of actions taken;

Screen names the account holder has added to his/her account. the service they are associated with,
and whether these names are hidden or visible on the account;

Other accounts and all account information that may be associated with Surendran Pattel (Profile
D : (it hos been identified:

Any information that would aid in the identification of who created the Surendran Pattel (Profile

ID I §:ccbook account;

Altemate names the account holder has on the account. including by way of example but not
limitation, nicknames or aliases;





10.

11.

17.

18.

19.

20.

21.

22,

24,

Email addresses added by the account holder, including email addresses that may have
subsequently been removed;

A list of IP addresses, dates and times associated with logins and logouts to Facebook account
Surendran Pattel (Profile ID _ or any related/connected Meta Platforms, Inc.,
Instagram, or WhatsApp accounts;

Expanded Subscriber Content, including by way of example but not limitation, profile contact
information, status update history, shares, notes, wall postings, friend listings to include friends,
Facebook user names or [Ds, future and past events; date and time stamp of account creation, most
recent logins;

Stored active sessions, including date, time, device, [P address, machine cookie and browser
information;

. Third-party applications (or “apps’) the account holder subscribes to;
. A history of the conversations the account holder had on Facebook or Facebook Messenger;

. All records of communications and messages sent or received by the account holder or through

other associated accounts, including but not limited to all direct messages, all chat logs, Facebook
messenger communications, video or audio calls and any archived messages;

. Places the account holder has checked into:

. A list of people who follow the account holder, including by way of example but not limitation,

user name and account information;

A list of people the account holder follows, including by way of example but not limitation, user
name and account information;

Pending, sent and received friend requests, including by way of example but not limitation, user
name and account information;

A list of the account holder’s friends and close friends, including name, Facebook ID, and
Facebook account name;

A list of addresses where the account holder has logged into his/her Facebook (Meta Platforms,
Inc.) account;

The last location associated with an update on this account;

A list of the accounts this account holder has linked to his‘her Facebook (Meta Platforms, Inc.)
account;

. All archived stories or posts;

All posts, photo(s), video(s), or other items “saved” by the account holder:





25.

26.

27.

29,

30.

37

38.

All saved highlights or highlight stories;

All comments or likes that the account holder has made on another user’s post, story, photo, video,
or status update;

Networks or groups (affiliations with schools or workplaces) that the account holder belongs to on
Meta Platforms, Inc.;

. A list of pages this account holder administers;

Mobile phone numbers the account holder has added to her account, including by way of example
but not limited to verified mobile numbers he/she has added for security purposes;

Photographs, in their original format, the account holder has uploaded to his/her account or shared,
as well as, temporary and stored photographs the account holder has shared via chat. The
photographs should include metadata information, including but not limited to, the date and time
the photo was taken, GPS coordinates, make, model and possibly serial number of the device used;

. Videos, in their original format, the account holder has uploaded to his/her account, or shared, as

well as, temporary and stored videos the account holder has shared via chat. The videos should
include metadata information, including by way of example but not limitation, the date and time
the photo was taken, GPS coordinates, make, model and possibly serial number of the device used;

. Posts by the account holder to his/her own timeline, including by way of example but not

limitation, photos, videos, and status updates,

. Posts to someone else’s timeline or profile by the account holder, including by way of example

but not limitation, photos, videos and status updates;

. All contacts associated with the username whether derived from a mobile device phonebook or

address book, associated Facebook account, or manually searched for and added;

. All device information associated with the Facebook account including, but not limited to,

International Mobile Equipment [dentifiers (IMEIs), Mobile Equipment ldentifiers (MEIDs),
International Mobile Subscriber Identities (IMSIs), and Unique Device Identifiers (UDIDs);

. All images, photos, and videos including all photos uploaded by that user ID and all photos

uploaded by any user that have that user tagged in them. Said images, photos, and videos shall
include all associated geotags whether derived from user keywords or tags or obtained from the
Global Positioning System or other location services of a mobile device;

All activity logs for the account and all other documents showing the user’s posts, keywords and
tags annotated by the user, keywords and tags the user posted to other Facebook accounts and
images, and the keywords and tags of other users posted to the target Facebook account and
images; and

All linked social media accounts including, but not limited to Facebook. WhatsApp, Twitter, and
Instagram accounts and the username and/or user identification number for those accounts.





39. All linked Meta accounts associated with Surendran Pattel (Profile ID_ or its
verified email account taral@movetexas.org, including any other Meta accounts listing
taral@movetexas.org as a verified email address or alternate email address or listing the phone
number ‘as a verified phone number or alternate phone number.

Affiant asserts that the requested records and information from Meta Platforms, Inc. (Facebook), a
stored electronic communications and/or stored electronic customer data provider doing business in the
State of Texas, under a contract or under the terms of a service agreement with a citizen of the State of
Texas, are held in electronic storage by Meta Platforms, Inc. Affiant further asserts that the requested
records and information will constitute evidence that a specific offense has been committed or constitute
evidence that a particular person(s) committed the offense.

Affiant further requests that the service provider be ordered not to disclose the fact of this
Application or potential Search Warrant as its disclosure could cause an adverse result for this ongoing
investigation such as flight of the suspect, tampering with evidence, or tampering with witnesses.

Il
The stored electronic communications and/or stored electronic customer data provider is Meta
Platforms, Inc. (Facebook). Affiant knows that Meta Platforms, Inc. holds in electronic storage
electronic customer data regarding Facebook because Meta Platforms, Inc. owns Facebook. Meta
Platforms, Inc. (Facebook) may be contacted for service of process and execution of the search warrant

requested herein by serving Meta Platforms, Inc. at Attn: Law Enforcement Response Team, Meta
Platforms, Inc., I Meta Way, Menlo Park, CA 94025.

I11.

The suspect account in question is Meta Platforms, Inc. and/or Facebook account “Surendran

Pattel” (User ID | D

V.

AFFIDAVIT OF REQUESTING PEACE OFFICER

AFFIANT’S BELIEF IS BASED UPON THE FOLLOWING FACTS:

Affiant is Investigator Evett Kelly, a certified peace officer who has been licensed in the State of
Texas for 22 years. Affiant is employed as a criminal investigator, assigned to the Public Integrity Division
of the Fort Bend County District Attorney’s Office (FBCDAO). Affiant has been employed with
FBCDAO for the past four years. Affiant has training, education, and experience investigating crimes
against persons. As part of her training and experience, Affiant has spoken with peace officers and
investigators within the FBCDAO and with other law enforcement agencies, who are knowledgeable
regarding the methods and means used by individuals who commit offenses using technology, including,
but not limited to the Internet and Internet Service Providers such as social media networking websites
and electronic mail providers.










Affiant begen her investigation by conducting a search of public records and law enforcement

detabeses for the name “Antonio Scalyweag” and no results returned. Affiant knows based on her

training and experience that people can create Facebook profiles using fake names or false personas.

Afflent went to Faceboolk.com and searched for the profile “Antonio Scalywag.” Afiiant located
the Facebook profile for Antonio Scelyweg and identified it ag the same one Fom the press release by
compering the name and profile picture to the unredacted posts provided by Meyers. Affiant observed
the posts on the profils to be consistent with those shown to her by Meyers. Affiant observed the profile
picture associsted with user Antonio Scalywag to be of & white mele end female, both of whom eppeared
te be ebout thirty years of age, with two children {see below). Affiant observed the photo to be the orly
profile picture associated with the identity and persona of the Facebook user Antonio Scalywag,

|

Afffient copied the profile picture used by Antonio Scalywag into an open source internet search
engine and performed & search for similer photos. From the search returns, Affiant identified another
Pacebock account for Patrick Emst thet conteined the same photo, Afffiant observed Pairick Emst’s
Facebook account to heve many photos depicting the seme white male, meny of which included the same
white femasle, as the profile picture used by Antonio Scalywag. Additionally, in the results of the search
for similer photos, Affien: observed the seme phote to be linked to the website TheErmstCo.com, which
advertised the services of Amy Emst, & professional home organizer serving Needville, Texas and otler

Affient conducted 8 search of the neme Patrick Emst using the public data website truthfinder.com.
Afffant observed the results to show only one Patrick Erast in Fort Bend Coumty, Texas, who lived in
Needville. Affiant placed a phone cgll to the phone number listed for the Patrick Emst thet lived in
Needville and spoke to a person who identified himself to Affiant as Patrick Emst (Emst). Emst told
Affignt thet he did have & Facebook account and that someone had previously contacted him via Faceboolk
messenger ebout a person identified as Antonio Scalyweg using Emst’s picture, Affiant invited Emst to

end County District Attorney’s Office for an intervisw.

the Port 3

On or ghout February 2, 2024, Affant met with Patrick Emst, whose identity was later confirmed
vis & sesrch of the law enforcement detabase TCIC/NCIC and official Texas Driver’s License photo.
Affiant observed Emst to appear to be the person in the photo used on the Facebook account of Antonio
Scalywag, Affent showed Emst the photo used on the Facebook account for Antonio Scalywag, and Ermst
stated that the photo depicted himself and his wife., Emst told Afffant that the photo was taken at a state
park and was posted on his wife, Amy Emst’s, business website: TheEmstCo.com. Emst told Afftent that
in November 2023, someone named Bassam Syed sent him 8 direct message om Facebook stating that





Antonio Scalywag was using Emst’s photo. Ernst also showed Affiant the message from Bassam Syed
and Affiant observed it was consistent with Ernst’s statement.

Affiant showed Emst the Facebook posts by Antonio Scalywag used in the press release provided
to Affiant by Andy Meyers and Emst denied writing them. During the meeting with Ernst, Affiant
accessed the online Facebook account for Antonio Scalywag and showed Ernst the profile, the posts, and
the list of friends on the profile. Ernst told Affiant that he did not send any of the messages or make any
of the posts associated with his photo and the name Antonio Scalywag. Ernst told Affiant that the photo
of him on Antonio Scalywag’s profile was obtained and used without his consent and that he considered
the comments by Antonio Scalywag, using his photo, to be harmful to Emst’s reputation.

On or about February 13, 2024, Affiant issued a grand jury subpoena to Meta Platforms, Inc. for
the subscriber information for the “Antonio Scalywag” Facebook account. On or about March 14, 2024,
Affiant received the Facebook records from Meta Platforms, Inc. Affiant reviewed the records, which
showed the registered email address for the Facebook wuser “Antonio Scalywag” as
mountaingoatzrule@ gmail.com.

On or about March 19, 2024, Affiant sent a grand jury subpoena to Google, LLC (Google)
requesting the subscriber information for the email address mountaingoatzrule@gmail.com. Affiant
received records from Google responsive to the subpoena on or about April 10, 2024. Affiant reviewed
the records and observed the following subscriber information: Taral Patel,

_ and phone number || Using the Fort Bend County Appraisal District
(FBCAD) website. Affiant scarchod the property accress SN

and saw that it was a residence owned by Atula Patel and Vipul H Patel. The residence was reported as
their homestead.

Using law enforcement databases, Affiant located a current Texas Driver’s License for Taral Patel.
Affiant observed that Texas Driver’s License No vas issued to Taral Vipul Patel, and listed

his emergency contacts as Atula Patel and Vipul Patel. Affiant observed his mailing address as —
I .15 obscrved in Texas Depariment of Public Safety (Do)

records from Ranger Caltzontzint that prior to changing his address on 09-08-2023, Taral Patel’s physical
address was listed as # Affiant positively identified Taral Vipul
Patel to be the same Taral Patel who is the candidate running for County Commissioner Precinct 3 by

comparing the Texas Driver's License photo to campaign photos identifying him at
hitps://www.taralpateltx.com.

The Google grand jury subpoena return for the account mouniaingoaizrulefigmaii.com dated
April 10, 2024, also included billing information. Affiant observed it to list the account holder as Taral
Patel and include the 16-digit visa card number Affiant searched the card number
using the open source search engine Binlist.net and identified the card issuer as JP Morgan Chase Bank.
On or about April 12, 2024, Affiant sent a Grand Jury subpoena to JP Morgan Chase Bank for records
identifying the customer that was issued card number _ On or about May 2, 2024, JP
Morgan Chase Bank produced records responsive to the subpoena. Affiant observed the records to
identify the owner of the 16-digit visa card linked to moutaingoatzruledzgimail.com as:

Customer Name: TARAL PATEL

Customer Address:

Phone Number:

SSN:

I
Date of Birth: | —_






Affiant observed the JP Morgan Chase Bank records to further identify the customer by User ID:
“taralvpatel05” and Email Address: taralvpatel@gmail.com. Affiant knows that this email address is
linked to Taral Patel as well as other target suspect emails in this investigation (see below). Affiant
observed credit card transactions in and around the Houston area, and in the Washington, D.C. and
Arlington, VA areas beginning in August 2021.

‘I'he Google grand jury subpoena return also included the following online activity information:

Name: Tvpat Tvpat

Email: mountaingoatzrule@gmail.com

Last Updated Date: 2024-01-16

Last Logins: 2024-01-16, 2024-01-04, 2023-05-17

Account Recovery SMS: NN US|
[P Activity:

Timestamp [P Address Activity Type

2024-01-16 03:46:34 Z | 2601:2c2:981:7¢30:d3bl:beaa:1e15:8847 Login

Affiant searched the IP address 2601:2¢2:981:7¢50:d3bl:beaa:1e13:8847 using an open source
search engine and learned that it belonged to Comecast in the Houston Metro area. Affiant sent a grand
jury subpoena to Comecast requesting the subscriber information for the [P address. On May 21, 2024,
Affiant received records from Comcast responsive to the grand jury subpoena. Affiant reviewed the
records and learned that the subscriber to the Comecast account was Atula Patel,
I (ot noted that subscriber information matched the Texas Driver’s License

return of Taral Vipul Patel.

Noting the Account Recovery SMS (phone number) associated with the email
mountaingoatzrule@egmail.com was ||| | |  EEII A ffiant sent a grand jury subpoena to Google on or
about April 19, 2024, requesting it to identify all emails that use phone number ||| I =s the
Account Recovery SMS. On May 20, 2024, Google responded to the subpoena. Affiant reviewed the
records and observed that phone number | I v 25 the recovery phone number for the following
email accounts: taral.fbefogmail.com, taralvpatel@email.com, moutaingoatzrulegmail.com, and
info@@wkpgeorge.com. Affiant knows based on her training and experience that the acronym SMS means
short message service, which means a cellular/mobile phone device capable of sending/receiving text
messages.

On May 7, 2024, Affiant obtained two search warrants from Judge T. Carter, of the 400" District
Court, Fort Bend County, Texas in the 268 Judicial District of Texas. One warrant was to Google for the
contents of the mountaingoatzrule@gmail.com account. The other warrant was to Meta Platforms Inc.
(Facebook). for the contents of the Antonio Scalywag Facebook account.

On or about May 14, 2024, Affiant received records from Google, in response to the
mountaingoatzrule(@gmail.com search warrant. Affiant reviewed the records and observed that the device
associated with mountaingoatzrule@gmail.com was a Pixel 6 Pro mobile phone device. Affiant also
observed the Google records to show that in addition to mountaingoatziule/cgmail.com, the Pixel 6 Pro
mobile phone device was associated with several other email accounts, including but not limited to:
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taralvpatelfogmail.com,  electkpgeorge@gmail.com,  infolikpgeorge.com, taraltbe@gmail.com,
tpatel@intuitivege.com, kpgeorgefckpgeorge.com, infofutaralpateitx.com. Affiant knows from her
investigation and review of campaign materials published by Taral Patel, that Taral Patel worked as Chief
of Staff for K.P. George, County Judge for Fort Bend County, Texas at or near the time the Google records
were created. Affiant looked at the contact information avatlable on Taral Patel for Commissioner of
Precinct 3 Campaign’s website (https://www taralpateltx.com) and saw that the email published on the
website was info(@taralpateltx.com.

Affiant continued her review of the records from Google in response to the
mountaingoatzrule@gmail.com search warrant and saw an email from Facebook to Antonio Scalywag
dated July 15, 2022 that read in part “Hi Antonio, Your Facebook password was reset on Friday, July
15,2022 at 9:54 AM (EDT) Device: Pixel 6 Pro IP address: 38.42.1.196".

Affiant used an open-source search engine to look up the IP address 38.42.1.196 and learned that
it belonged to Starry, Inc. in the Washington, D.C. Metro area. Affiant sent a grand jury subpoena to
Starry Inc. requesting subscriber information for the IP address. On or about May 21, 2024, Affiant
received records from Starry Inc. responsive to the grand jury subpoena. Affiant reviewed the records
and observed the following subscriber information: Name: Taral Patel, Address:

s Phone:_ Length of Service: 06/27/2022 to
05/31/2023, and Email: Taralvpatel@zgmail.com. Affiant noted that the email and phone number for this
account are associated with the identity of Taral Patel across multiples credible sources, including but not
limited to DPS and JP Morgan Chase.

On or about May 16, 2024, Affiant reviewed a press release from Fort Bend County Judge K.P.
George from February 22, 2021, that stated Taral Patel had accepted a job in Washington, D.C. and his
last day would be March 2, 2021. Affiant also used open source search tools and found a commencement
program for the May 19, 2023 graduation ceremony for George Mason University Antonin Scalia Law
School, which listed Taral Patel as a graduate. Affiant knows based on information distributed by Taral
Patel’s campaign that Taral Patel asserts he worked in Washington, D.C. for the Federal Government and
attended evening classes at George Mason University Antonin Scalia Law School.

Affiant noted that the phone number_ was the account recovery phone number for
multiple emails associated with Taral Patel, and was also associated with the subscriber Taral Patel in
Arlington, VA. Affiant conducted an open source search of the phone number and found
that it is a cell phone number registered to T-Mobile. On or about May 16, 2024, Affiant issued a grand
jury subpoena to T-Mobile for the subscriber information for phone number ||| | j JJNEE O May 24.
2024, T-Mobile resionded to the subpoena and Affiant observed that the subscriber associated with cell

phone number s vz Pace,

On May 22, 2024, Affiant received records from Meta Platforms, Inc. (Facebook) in response to
the search warrant for the Antonio Scalywag Facebook account. Affiant reviewed the records and
observed that the photo of Patrick Emst was uploaded to Antonio Scalywag’s profile on or about October
20, 2022, from a mobile device using IP address: 38.42.1.196. Affiant knew based on her investigation
that this was a Starry, Inc. IP address that was registered to Taral Patel in Arlington, VA. Affiant located
in the Facebook records the three posts which were used in Taral Patel’s press release on September 18,
2023. Affiant also observed in the records a threat made to another user by Antonio Scalywag. From
Affiant’s review, it appeared that Antonio Scalywag, after sending the threatening message deleted the
message. Affiant observed before the message was deleted, it had been preserved by the recipient and
sent back to Antonio Scalywag as a media message.
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Affiant also observed in the records from Meta Platforms that Antonio Scalywag became
“Facebook Friends” with user Surendran K. Pattel (ID on July 28, 2021. Affiant
knows Surendran K. Pattel is the elected judge for the 240" District Court in Fort Bend County from
various interactions in the course of her employment and because his photo hangs on the wall in the Fort
Bend County Justice Center where Affiant works. Affiant recognized the profile Surendran K. Pattel (ID
I o bc Judge Pattel’s profile based on the photo. Affiant saw that Antonio Scalywag
made several comments on user Surendran K. Pattel (ID s posts that were
complimentary to user Surendran K. Pattel (ID ). Affiant also observed a series of
direct messages between user Surendran K. Pattel (ID || N Il :nd Antonio Scalywag
beginning in August 2021. Affiant observed that the conversation was friendly in nature until January
2022, when it appeared that user Surendran K. Pattel (ID was upset with something
Antonio Scalywag had posted publicly. Affiant observed no further communication until November 2023
when Antonio Scalywag sent several messages to user Surendran K. Pattel (ID ) and

made an attemit at a phone call using Facebook messenger to user Surendran K. Pattel (ID

but received no response.

On or about June 12, 2024, Affiant learned from Garrett Chapman that Taral Vipul Patel was
arrested pursuant to Arrest Warrants # 6-11-24 AW1 and 6-11-24 AW2 signed June 11, 2024, by Judge
Chad Bridges of the 458'" District Court in Fort Bend County, Texas. Affiant learned that at the time of
Taral Patel’s arrest, he was in possession of a black Google brand cell phone. Affiant learned that Taral
Patel identified the last four digits of the cell phone number as ‘| . On June 12, 2024, Judge Bridges
issued a search warrant for the seized phone. Affiant learned from Ranger Chapman that the phone was
forensically examined by Texas Department of Public Safety [nvestigator Andrew Lott. Affiant received
a preliminary device report from Inv. Andrew Lott that contained user accounts and associated URLSs that
were stored on the phone. Affiant observed a Facebook account listed for “Surendran Pattel™ (User ID

) that was associated with the email Taral@movetexas.org.

On or about June 24, 2024, Affiant searched Facebook for “Surendran Pattel” (User 1D
and noted that it was a different profile from Surendran K. Pattel (ID
I /A (fiant observed that this second profile, “Surendran Pattel” (User ID
B - 5o contained a photograph of Judge Surendran Pattel in the 240" District Court, Fort
Bend County, Texas. Affiant observed that the profile picture was updated on December 18, 2023.
Affiant also observed on the account for “Surendran Pattel” (User D _ that the account
only followed two other accounts, “Nikita Khambe™ and “Re-Elect Commisioner Andy Meyers” and had
no other public information available.

On or about July 1, 2024, Affiant and Ranger Garrett Chapman interviewed Judge Surendran K.
Patte]. Judge Pattel was shown a screenshot of the Facebook profile “Surendran Pattel” (User ID
. Judge Pattel identified the photo on the profile as a photo of him and the same photo

Judge Pattel uses on his personal Facebook profile, which he identified as Surendran K. Pattel (ID
_. Judge Pattel stated that he did not create the profile “Surendran Pattel” (User ID

and he did not authorize anyone else to create the profile on his behalf. Judge Pattel
stated that the Facebook profile “Surendran Pattel” (User ID h was created using his
name and displaving his photo without his consent. Judge Pattel was asked whether he was associated

with the email Taral@movetexas.org, and Judge Pattel stated that he was not. Judge Pattel showed
Affiant his true and authentic account and Affiant saw that the username was “Surendran K. Pattel” (ID

—, the account displayed the same profile photograph, and had much more content and
active engagement than “*Surendran Pattel (User ID H
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Based upon all the foregoing information, Affiant believes that a search of the Facebook account
“Surendran Pattel” (User IDh for the entirety of its contents, from the time the account
was created to the issuance of this warrant, would yield pertinent information that would constitute
evidence of the offense(s) of Online Impersonation (Texas Penal Code 33.07) or evidence that a particular
person(s) committed the offense of Online Impersonation (Texas Penal Code 33.07). Affiant reasonably
believes that all the account’s contents are material to this investigation because the account was created
using Judge Pattel’s name and persona without his consent, thereby making every action taken on the
account evidence of the offense of Online Impersonation or evidence that a particular person committed
said offense.

Based upon the foregoing information, there is probable cause to believe that evidence of Online
Impersonation will be found within Meta Platforms, Inc. (specifically the social media platform of
Facebook). Based on Affiant’s training and experience, Affiant has reason to believe that by securing the
requested information related to this Meta Platforms, Inc. (specifically the social media platform of
Facebook) account will lead Affiant to information important to this criminal investigation and subsequent
prosecution of the crimes stated within this affidavit.

Subscriber information that includes names, e-mail address, recent logins and time stamps for
activity would identify the suspect(s). Expanded subscriber content like profile contact information, status
updates, shares, notes, wall postings, and friend listings would help identifv the suspect(s) further and
possible associates in the crime pictured with the suspect(s). Stored active session content including the
date, time, device, IP addresses, machine cookies and browser information stored by Facebook would help
identify how and where the suspect(s) use histher phone or computer. Current and past address(es)
associated with the account will help identify where the suspect(s) reside to place them at or near the
crimes. Alternate names on the account will help further identify the suspect(s). Third-party applications
or “apps” that use Facebook, link to Facebook, or that pull information from Facebook, will be helpful in
identifying further information the suspect(s) used to commit the offenses. History of conversations the
suspect(s) had on Facebook could be evidence of coordinating the events of the crime or posts. Places the
account holder has checked into will help identify the locations the suspect(s) have been to track and
coordinate movements establishing that a suspect was in control of the account at the time the posts were
made. Credit card information that may be stored with Facebook could be evidence of the identity of the
suspect(s). E-mail addresses connected to the account would be evidence to help further identify the
suspect(s). Events the account holder has been invited to or joined will be evidence of how the suspect(s)
lives or help identify additional suspects. Friends the account holder has indicated as family would help
identify the suspect(s)’ connections and possibly identify the suspect(s) who are thus unidentified. The
list of followers could be evidence of accomplices in the crime. The list of individuals and accounts the
suspect(s) follows could help identify accomplices. A list of the account holder’s friends could be
evidence of accomplices. Any location data including check-ins, addresses, pins, likes of businesses that
are kept by Facebook would be evidence of the suspect(s)’ movements and actions before, during, and
after the commission of the crimes. A list of accounts the account holder has linked to Facebook or apps
the account holder has given Facebook (Meta Platforms, Inc.) access to could provide evidence of
additional applications the suspect(s) used to coordinate and execute the offense. The list of [P Addresses
used to login and logouts to this Meta Platforms, Inc. account will provide evidence of account holder and
location information. Archived messages could be evidence of communications with accomplices.
Mobile phone numbers associated to the account would point to potential devices the suspect(s) used in
the commission of the murder. Photographs and videos posted to the account help identify the suspect(s)
and how the suspect(s) looked during periods the suspect(s) committed the crime, and could be evidence
of the crime itself. The associated information gathered by Meta Platforms. Inc. like date, time, GPS
location, and device used including serial numbers, makes, and models to the upload images and videos
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would help identify devices used to help commit the murder. Additional screen names the account holder
has linked to the account could lead to additional evidence about the suspect(s) or accomplices with the
suspect(s).

Affiant has both training and experience in the investigation of crimes involving the use of stored
electronic communications and stored electronic customer data services. Affiant has also had
conversations with other law enforcement officers, including Texas Ranger Garrett Chapman, who have
experience and training in the investigation of crimes involving the use of stored electronic and stored
electronic customer data services. Affiant knows the following through her training, experience, and
conversations with other law enforcement officers:

1. Affiant knows from training and experience that social media records such as those held by Meta
Platforms, Inc. (Facebook) may support evidence of current, on-going, future, and past criminal
activity. Affiant knows that such information may be used to identify victims, witnesses,
associates, and co-conspirators.

(W]

From Affiant’s review of publicly available information provided by Facebook about its service,
including Facebook’s “Terms of Use” policy, “Data” policy, and “Information for Law
Enforcement”, Affiant is aware of the following about Facebook and about the information
collected and retained by Meta Platforms, Inc. (Facebook) Facebook is owned by Meta
Platforms, Inc. and operates a free-access social-networking website of the same name that can be
accessed at http://www.facebook.com. Facebook allows users to create their own profile pages,
which can include a short biography, a photo of themselves, and other information. Users can
access Facebook through the Facebook website or by using a special electronic application (“app”)
created by the company that allows users to access the service through a mobile device or tablet.

3. Facebook permits users to post photos to their profiles on Facebook and otherwise share photos
with others on Facebook, as well as certain other social-media services, including Flickr,
[nstagram, Tumblr, and Twitter. When posting or sharing a photo on Facebook, a user can add to
the photo, a caption; various “tags” that can be used to search for the photo (e.g., a user made add
the tag #Chevy so that people interested in Chevrolet vehicles can search for and find the photo);
location information; and other information. A user can also apply a variety of “filters” or other
visual effects that modify the look of the posted photos. In addition, Facebook allows users to
make comments on posted photos, including photos that the user posts or photos posted by other
users of Facebook. Users can also “like” photos.

4. Upon creating a Facebook account, a user must register an email address and create an account
password. This information is collected and maintained by Facebook. Facebook also requests
users to provide basic identity and contact information upon registration and also allows users to
provide additional identity information for their user profile. This information may include the
user’s full name, e-mail addresses, and phone numbers, as well as potentially other personal
information provided directly by the user to Facebook. Once an account is created, users may also
adjust various privacy and account settings for the account on Facebook. Facebook collects and
maintains this information.

5. Social networking sites, including Facebook, which allow users to establish online accounts, create
profiles, and invite others to access profiles as friends are susceptible to fabrication and

manipulation.
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13.

14.

Facebook allows users to have “friends,” which are other individuals with whom the user can share
information without making the information public. Friends on Facebook may come from either
contact lists maintained by the user, other third-party social media websites and information, or
searches conducted by the user on Facebook profiles. Facebook collects and maintains this
information. y

Facebook also allows users to “follow” or “Friend” another user, which means that they receive
updates about posts made by the other user. Users may also “unfollow” or “Unfriend” users, that
is, stop following them or block them, which prevents the blocked user from following that user.
Facebook also allows users to post and share various types of user content, including photos,
videos, captions, comments, and other materials. Facebook collects and maintains user content
that users post to Facebook or shared through Facebook.

Facebook users may send photos, videos, and messages to select individuals or groups via
Facebook Messenger. Information sent via Facebook Messenger does not appear in a user’s feed,
search history, or profile. Users on Facebook may also search Facebook for other users or
particular types of photos or other content.

For each user, Facebook also collects and retains information, called “log file” information, every
time a user requests access to Facebook, whether through a web page or through an app. Among
the log file information that Facebook’s servers automatically record is the particular web requests,
any Internet Protocol (“IP) address associated with the request, type of browser used, any
referring/exit web pages and associated URLs, pages viewed, dates and times of access, and other
information.

. Facebook also collects and maintains “cookies,” which are small text files containing a string of

numbers that are placed on a user’s computer or mobile device and that allows Facebook to collect
information about how a user uses Facebook. For example, Facebook uses cookies to help users
navigate between pages efficiently, to remember preferences, and to ensure advertisements are
relevant to a user’s interests.

Facebook also collects information on the particular devices used to access Facebook. In
particular, Facebook may record “device identifiers,” which includes data files and other
information that may identify the particular electronic device that was used to access Facebook.
Facebook also collects data from device settings including GPS location, camera, photos, and more
specific device identifies such as IMEI (International Mobile Equipment Identity), MEID (Mobile
Equipment [dentity), and UDID (Unique Device Identifier).

. Facebook also collects other data associated with user content. For example, Facebook collects

any “hashtags” associated with user content (i.e., keywords used), “geotags” that mark the location
of a photo and which may include GPS data such as latitude and longitude information, comments
on photos, and other information.

Facebook also may communicate with the user, by email or otherwise. Facebook collects and
maintains copies of communications between Facebook and the user.

As explained herein, information stored in connection with a Facebook account may provide
crucial evidence of the “who, what, why, when, where, and how” of the criminal conduct under
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investigation, thus enabling investigators to establish and prove each element or alternatively, to
exclude the innocent from further suspicion.

15. A Facebook user’s account activity, [P log, stored electronic communications, and other data
retained by Facebook, can indicate who has used or controlled the Facebook account. This “user
attribution” evidence is analogous to the search for “indicia of occupancy” while executing a
search warrant at a residence. For example, profile contact information, direct messaging logs,
shared photos and videos, and captions (and the data associated with the foregoing, such as geo-
location, date and time) may be evidence of who used or controlled the Facebook account at a
relevant time. Further, Facebook account activity can show how and when the account was
accessed or used. For example, as described herein, Facebook logs the Intemet Protocol (IP)
addresses from which users access their accounts along with the time and date. By determining
the physical location associated with the logged 1P addresses, investigators can understand the
chronological and geographic context of the account access and use relating to the crime under
investigation.  Such information allows investigators to understand the geographic and
chronological context of Facebook access, use, and events relating to the crime under
investigation,

16. Additionally, Facebook builds geo-location into some of its services., Geo-location allows, for
example, users to “tag” their location in posts and Facebook “friends” to locate each other. This
geographic and timeline information may tend to either inculpate or exculpate the Facebook
account owner. Last, Facebook account activity may provide relevant insight into the Facebook
account owner’s state of mind as it relates to the offense under investigation. For example,
information on the Facebook account may indicate the owner’s motive and intent to commit a
crime (e.g., information indicating a plan to commit a crime), or consciousness of guilt (e.g..
deleting account information in an effort to conceal evidence from law enforcement).

Affiant knows from her training, experience, and consultation with other certified peace officers
that Meta Platforms, Inc., located at 1 Meta Way, Menlo Park, CA 94025, is a provider of an electronic
communications service/remote computing service. Affiant knows from her training and experience that
this company provides access to a worldwide computer network, commonly known as the Internet, to
individuals and/or other users who have a subscription to, membership with, or affiliation with their
company, organization or commercial service. Meta Platforms, Inc., also provides web hosting, e-
mail/messaging services, image/video storage services, access solutions, ctc. to its customers in which
Meta Platforms, Inc., reserves and/or maintains computer disk storage space on its own computer system
servers for the use of the subscribers/customers/users associated with its company. Information contained
on this previously mentioned storage space is Electronic Customer Data as defined in Texas Code of
Cniminal Procedure (T.C.C.P.) Chapter 1§ and may include electronic communications (commonly known
as e-mails and or messages) between subscriber(s) and other parties, graphic image and/or text files,
Internet history or Internet hyperlinks, file transfer protocol logs, website access logs, programs and other
types of data or information stored in electronic form({s). Providers of electronic communications
services/remote computing services, such as Meta Platforms, [nc., also maintain records pertaining to the
individuals and/or other users who have subscriber accounts with their company. This information can
include registration information, account application information, credit card or other billing information,
account access information, user logon information (including secondary user log on names), account
usage reports, e-mail transaction information, news group access and posting information and other
information both in computer data and written record format that records the activities of these accounts
relating to the subscriber’s use of the services offered by the provider.





Affiant knows from her training, experience, and consultation with other law enforcement officers
that an I.P. address is a unique number assigned to a computer when that computer accesses the Internet.
I.P. addresses allow computers on the Internet to locate, contact, and communicate with other computers
via the Internet network. An [P. address refers to a unique number used by a computer to access the
Internet; it is unique in the sense that no two users can have the exact same 1.P. address at the same time.
Every computer or machine that is on the Internet has a unique I.P. address. [f a computer or machine does
not have an 1.P. address, it is not really on the Internet. Internet Service Providers (ISPs) are companies
that provide individuals and other companies with access to the Internet, commonly for a fee, through
telephone, cable, or satellite connections. Some [SPs also offer an extensive online array of services of
their own apart from the rest of the Intemet, such as e-mail access, newsgroup access, instant message
chat, etc. Companies such as Internet Service Providers or Web Hosting Services doing business on the
Internet commonly obtain a block or series of I.P. addresses. Using a specific type of software, the L.P.
address assigned to the computer can be subsequently traced to the Intemnet Company providing the I.P.
address. A request to the ISP, usually in the form of a subpoena, can reveal the subscription information
that the ISP receives when establishing service to the customer, including name, billing address, address
of service, and form and method of payment for the service. Affiant knows through her training and
experience that an [.P. address is an accurate technique to find the method of Internet connection for an
individual accessing the Internet. The service providers for I.P. addresses keep accurate records that can
be traced back to specific accounts if they are provided with accurate dates and times of use. Affiant is
aware that a dynamically assigned I.P. address is subject to periodic change; however, in in speaking with
other more experienced law enforcement officers in this area, Affiantis aware that I.P. addresses assigned
by Comcast do not change on a regular basis. Affiant is aware that some I.P. address may be static and
that static [.P. address do not change periodically. Corresponding to a particular IP Address is the
Universal Resource Locator (hereinafter referred to as a URL), which is the address of the site in a text
format. Uniform Resource Locator (URL) specifies the location of and is the address of a file or resource
accessible on the Internet. An [P address may look something like *67.15.250.7.” A URL may look
something like http://www.vahoo.com.

As aresult of the above-mentioned training and experience, and in speaking with more experienced
investigators, Affiant has leamed that people can use these social media profiles to mask their true
identities and often utilize several different profiles to engage in acts of online impersonation.

By nature of Meta Platforms, Inc. being an Internet service provider, it is realized that many other
individuals, organizations, businesses, and other entities utilize this company’s services and have no
association with the subject investigation. These other unnamed individuals, organizations, businesses,
and other entities may have various amounts of information maintained in various forms with Meta
Platforms, Inc. with a reasonable expectation of privacy. It is Affiant’s intent that the search conducted at
Meta Platforms. Inc. be as least intrusive as possible to complete this search as it relates the offense(s) of
Online Impersonation, Misrepresentation of [dentity, and/or True Source of Comumunication. Further, it
is Affiant’s intent to use whatever means or methodology on hand to conduet this search with limited or
no interruption of the service provided to these other unnamed individuals. It is for these reasons that
Affiant requests that Meta Platforms. Inc. locate and isolate the above named information on their servers
and make a copy of such information in a readable format to provide to Affiant for review as part of this
investigation.

Affiant further requests that Meta Platforms, Inc. be precluded from disclosing the existence of
this warrant to any person. Affiant believes that a serious adverse result as defined by T.C.C.P Article
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18B.501(¢) would arise if Meta Platforms, Inc. was not precluded from notification to any
customer/subscriber. Specifically, Affiant believes that because this case involves one or more suspects
masking their identities online that disclosure would lead to tampering with witnesses and evidence.

Affiant hereby notifies Meta Platforms, Inc., that an executed affidavit is required and requests
that Meta Platforms, Inc. be ordered to provide said executed affidavit along with any responsive customer
data, contents of communications, and other information produced in compliance with the warrant.

All information noted in this affidavit for search warrant has been related to Affiant by the
person(s) and/or source(s) attributed or referenced. Affiant further believes in good faith that the
information provided herein to be true, correct, and worthy of credibility. Because the sole purpose of this
affidavit is to establish probable cause that a criminal offense has occurred, not every relevant fact known
to me, or to other investigators, is included within. Rather, only those facts necessary to establish probable
cause have been discussed.

An exact copy of the warrant will be served to Meta Platforms, Inc. personnel, either by telephonic
facsimile transmission, electronic mail (email) transmission, or by uploading the warrant to the provider’s
law enforcement compliance portal, who will be directed to produce those account records and
communications in its possession. The information requested should be readily accessible to Meta
Platforms, Inc. by computer search, and its production should not prove to be burdensome.

Affiant knows the disclosure of transactional and subscriber records and information is regulated
by the Electronic Communications Privacy Act (ECPA), specifically found in Title 18 U.S.C., Section
2701, et seq. The ECPA requires the disclosure of content of an electronic communication held by an
electronic communication or remote computing service pursuant to a state search warrant, and Title 18
U.S.C. Section 2703(g), states the presence of an officer is not required for service or execution of a search
warrant issued requiring the disclosure by a provider of electronic communications service or remote
computing service of the contents of an electronic communication.

Affiant believes that Meta Platforms, Inc. holds information and evidence related to the above
described account identifier/s and that said information constitutes evidence of the above enumerated
offense(s) or evidence that particular person(s) committed the above enumerated offense(s) and that it is
held in electronic storage by the named service provider.

Based on the information gathered in this investigation thus far, Affiant feels that the information
provided by Meta Platforms, Inc. for records relating to the Facebook account “Surendran Pattel” (User
ID ) <o.!d be material to the Affiant’s investigation. Based on the information set forth in
this affidavit, Affiant believes specific, articulable, sufficient, and substantial facts exist establishing probable
cause to believe that the requested records constitute evidence of the offense(s) of Online Impersonation
(Texas Penal Code 33.07), or evidence that a particular person(s) committed the offense of Online
Impersonation (Texas Penal Code 33.07).

WHEREFORE, PREMISES CONSIDERED, Affiant respectfully requests that a warrant issue
authorizing Affiant, or any other peace officer of Fort Bend County, Texas, to search the aforesaid location

or compel an agent of Meta Platforms, Inc. to search Facebook account identifier “Surendran Pattel”
(User ID h}, held in their custody with authority to search for and to seize any and all
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property, items, and contraband set out earlier in this Affidavit that constitutes evidence of the offense(s)
of Online Impersonation, which is a violation of section 33.07 of the Texas Penal Code.

As required under California Penal Code § 1524.2(c), [ attest that the evidence sought in this
warrant is not related to an investigation into, or enforcement of, a “prohibited violation,” as defined in
California Penal Code § 629.51. “Prohibited violation™ under that section means “any violation of law
that creates liability for, or arising out of, either of the following: providing, facilitating, or obtaining an
abortion thal 1s lawful under Califonia law; [or] intending or attempting to prov1de facilitate, or obtain
an abortion that is lawful under California law.” ;
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WARRANT NUMBER:

THE STATE OF TEXAS
COUNTY OF FORT BEND
268TH JUDICIAL DISTRICT

oun con N

RETURN AND INVENTORY

The undersigned Affiant, being a Peace Officer under the laws of Texas and being duly sworn, on
oath certifies that the forecomg evidentiary search warrant came to hand on the day it was issued and that

it was executed on the ] day of &Y 1x [« , 2024, by making the search
directed therein and seizing during such search the fol]m@g described propertv

PPN

FIANT

%
SUBSCRIBED AND SWORN TO before me, the undersigned authority, on this the | day of
A \/8{ , 2024,

. HERLINDANANEZ ( K ‘/ At | \LL (AN
\ ROTARY PUBLIC, STATE OF TEXAS wARY PUBLIC OF THE STATE OFTEXAS

) Notary \D #125555503 | @
Expires May 21, 2028







THE STATE OF TEXAS

§ |
COUNTY OF FORT BEND § e
268TH JUDICIAL DISTRICT § 2024- Sw- 0250

2024 - SW - 0250

Waran APPLICATION FOR SEARCH WARRANT FOR

7114148 STORED ELECTRONIC COMMUNICATIONS
TR 1.

COMES NOW, the State of Texas, by and through the requesting peace officer, Investigator Evett
Kelly, and requests that a search warrant be signed, pursuant to Arts. 18.02 (a) (13) and 18B.351- 18B.359 of
the Texas Code of Criminal Procedure, and, in accordance with, Title 18 United States Code (U.S.C.) 2703(a)
requiring the herein named electronic communications provider to furnish all Meta Platforms, Inc. account
records for Facebook account holder: Taral Patel (Facebook: INNEEEEEEENEN) from December 18,2023
to July 1, 2024, including:

1. Basic subscriber information, including but not limited to: the user identification number, full
name, e-mail addresses associated with the subscriber(s), current and past physical addresses
(including city, state, and zip code), screen names, websites, any and all registered mobile
telephone numbers associated with the listed account, account or log-on names, Internet Protocol
(IP) addresses associated with the listed account, and other personal identifiers;

2. Information about the subscriber’s use of Facebook, including but not limited to: billing
information, credit card information including account name, account number and expiration date
used in conjunction with this account, types of services utilized by the subscriber and the lengths
of such services or any other identifying or pertinent records relating to the subscriber, account
application information, account access information, user logon information (including secondary
user logon names), account usage reports, and any other information both in electronic customer
data and written record format, that records the activities of these accounts relating to the
subscriber’s use of the services offered by Facebook (Meta Platforms, Inc.);

3. All records pertaining to communications between Facebook and any person regarding Taral
Patel (Facebook: I i cluding contacts with support services and records of
actions taken;

4. Screen names the account holder has added to his/her account, the service they are associated with,
and whether these names are hidden or visible on the account;

5. Other accounts and all account information that may be associated with Taral Patel (Facebook:

I, o ficr it has been identified;

6. Any information that would aid in the identification of who created the Taral Patel (Facebook:

IR | 2ccbook account;

7. Alternate names the account holder has on the account, including by way of example but not
limitation, nicknames or aliases;





10.

11,

12.

13.

14.

15.

Email addresses added by the account holder, including email addresses that may have
subsequently been removed;

A list of IP addresses, dates and times associated with logins and logouts to Facebook account
Taral Patel (Facebook: I or any rclated/connected Meta Platforms, Inc,
Instagram, or WhatsApp accounts;

Expanded Subscriber Content, including by way of example but not limitation, profile contact
information, status update history, shares, notes, wall postings, friend listings to include friends,
Facebook user names or IDs, future and past events; date and time stamp of account creation, most
recent logins;

Stored active sessions, including date, time, device, IP address, machine cookie and browser
information;

Third-party applications (or “apps”) the account holder subscribes to;

A history of the conversations the account holder had on Facebook or Facebook Messenger;

All records of communications and messages sent or received by the account holder or through
other associated accounts, including but not limited to all direct messages, all chat logs, Facebook

messenger communications, video or audio calls and any archived messages;

Places the account holder has checked into;

16. A list of people who follow the account holder, including by way of example but not limitation,

17.

18.

19.

20.

21.

22.

23.

24.

user name and account information;

A list of people the account holder follows, including by way of example but not limitation, user
name and account ihformation;

Pending, sent and received friend requests, including by way of example but not limitation, user
name and account information;

A list of the account holder’s friends and close friends, including name, Facebook ID, and
Facebook account name;

A list of addresses where the account holder has logged into his/her Facebook (Meta Platforms,
Inc.) account;

The last location associated with an update on this account;

A list of the accounts this account holder has linked to his/her Facebook (Meta Platforms, Inc.)
account;

All archived stories or posts;

All posts, photo(s), video(s), or other items “saved” by the account holder;





25. All saved highlights or highlight stories;

. 26. All comments or likes that the account holder has made on another user’s post, story, photo, video,
or status update;

27. Networks or groups (affiliations with schools or workplaces) that the account holder belongs to on
Meta Platforms, Inc.;

28. A list of pages this account holder administers;

29. Mobile phone numbers the account holder has added to her account, including by way of example
but not limited to verificd mobile numbers he/she has added for security purposes;

30. Photographs, in their original format, the account holder has uploaded to his/her account or shared,
as well as, temporary and stored photographs the account holder has shared via chat. The
photographs should include metadata information, including but not limited to, the date and time
the photo was taken, GPS coordinates, make, model and possibly serial number of the device used;

31. Videos, in their original format, the account holder has uploaded to his/her account, or shared, as
well as, temporary and stored videos the account holder has shared via chat. The videos should
include metadata information, including by way of example but not limitation, the date and time
the photo was taken, GPS coordinates, make, model and possibly serial number of the device used,;

32. Posts by the account holder to his/her own timeline, including by way of example but not
limitation, photos, videos, and status updates;

33. Posts to someone else’s timeline or profile by the account holder, including by way of example
but not limitation, photos, videos and status updates;

34. All contacts associated with the username whether derived from a mobile device phonebook or
address book, associated Facebook account, or manually searched for and added;

35. All device information associated with the Facebook account including, but not limited to,
International Mobile Equipment Identifiers (IMEIs), Mobile Equipment Identifiers (MEIDs),
International Mobile Subscriber Identities (IMSIs), and Unique Device Identifiers (UDIDs);

36. All images, photos, and videos including all photos uploaded by that user ID and all photos
uploaded by any user that have that user tagged in them. Said images, photos, and videos shall
include all associated geotags whether derived from user keywords or tags or obtained from the
Global Positioning System or other location services of a mobile device;

37. All activity logs for the account and all other documents showing the user’s posts, keywords and
tags annotated by the user, keywords and tags the user posted to other Facebook accounts and
images, and the keywords and tags of other users posted to the target Facebook account and
images; and

38. All linked social media accounts including, but not limited to Facebook, WhatsApp, Twitter, and
Instagram accounts and the username and/or user identification number for those accounts.





39. All linked Meta accounts associated with Taral Patel (Facebook: I . including
any other Meta accounts listing using the phone number || NN 2s 2 verified phone number
or alternate phone number.

Affiant asserts that the requested records and information from Meta Platforms, Inc. (Facebook), a
stored electronic communications and/or stored electronic customer data provider doing business in the
State of Texas, under a contract or under the terms of a service agreement with a citizen of the State of
Texas, are held in electronic storage by Meta Platforms, Inc, Affiant further asserts that the requested
records and information will constitute evidence that a specific offense has been committed or constitute
evidence that a particular person(s) committed the offense.

Affiant further requests that the service provider be ordered not to disclose the fact of this
Application or potential Search Warrant as its disclosure could cause an adverse result for this ongoing
investigation such as flight of the suspect, tampering with evidence, or tampering with witnesses.

IL

The stored electronic communications and/or stored electronic customer data provider is Meta
Platforms, Inc. (Facebook). Affiant knows that Meta Platforms, Inc. holds in electronic storage
electronic customer data regarding Facebook because Meta Platforms, Inc. owns Facebook. Meta
Platforms, Inc. (Facebook) may be contacted for service of process and execution of the search warrant
requested herein by serving Meta Platforms, Inc. at Attn: Law Enforcement Response Team, Meta
Platforms, Inc., 1 Meta Way, Menlo Park, CA 94025.

ML

The suspect account in question is Meta Platforms, Inc. and/or Facebook account Taral Patel

(Facebook: INIININIINDBD)
IV.

AFFIDAVIT OF REQUESTING PEACE OFFICER

AFFIANT’S BELIEF IS BASED UPON THE FOLLOWING FACTS:

Affiant is Investigator Evett Kelly, a certified peace officer who has been licensed in the State of
Texas for 22 years. Affiant is employed as a criminal investigator, assigned to the Public Integrity Division
of the Fort Bend County District Attorney’s Office (FBCDAO). Affiant has been employed with
FBCDAO for the past four years. Affiant has training, education, and experience investigating crimes
against persons. As part of her training and experience, Affiant has spoken with peace officers and
investigators within the FBCDAO and with other law enforcement agencies, who are knowledgeable
regarding the methods and means used by individuals who commit offenses using technology, including,
but not limited to the Internet and Internet Service Providers such as social media networking websites
and electronic mail providers.





Affiant’s belief that the foregoing facts are true and correct is based upon her personal investigation
of the case and her conversations with Texas Ranger Louis Caltzontzint, a certified peace officer employed
by the Texas Department of Public Safety. Affiant knows that Ranger Caltzontzint has been a certified
peace officer for over 20 ycars and has experience investigating offenses where individuals use the Internet
and Internet Service Providers to commit or aid in the commission of offenses, and Affiant finds Ranger
Catzontzint to be credible and reliable.

On or about October 18, 2023, Affiant received a request for investigation from Fort Bend County
Commissioner of Precinct 3, Andy Meyers, hereinafter referred to as Meyers. The request concerned the
identity of the source of several social media posts, including Facebook posts, directed at Taral Patel, a
candidate in the Democratic primary for Fort Bend County Commissioner Precinct 3. The request for
investigation included a press rclease issued by Taral Patel which displayed a collage of “racist” social
media posts, which Affiant observed included Facebook screenshots. Affiant observed that the press
release concealed many of the usernames. Affiant met with Meyers who stated that he reviewed the press
release, located the original (unredacted) posts, and recognized the possible Facebook username “Antonio
Scalywag”. Mcyers told Affiant that before Taral Patel entered the race for County Commissioner 3,
“Antonio Scalywag” posted comments on social media attacking Meyers. Meyers stated to Affiant that
he had hired an investigator who was unable to locate anyone in Fort Bend County named Antonio
Scalywag. Meyers requested Affiant to investigate the source of the comments to determine whether one
or more identities were misrepresented.

Affiant observed the press release to have been posted on or about September 18, 2023, on social
media platforms Facebook (Taral Patel for Commissioner — Fort Bend County 3), Twitter (@Taral VPatel),
and Instagram (Taralpateltx) (see below). Affiant compared the redacted images from the press release
to the unredacted posts that were provided by Meyers and observed them to appear to be the same. Affiant
observed that three of the posts included in the press release were posts by a Facebook user named Antonio
Scalywag, one of which stated in part “...[ am with Meyers ALL THE WAY...unlike Patel and his
followers who worship Monkey and Elephant” (pictured below).
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Affiant began her investigation by conducting a search of public records and law enforcement
databases for the name “Antonio Scalywag” and no results returned. Affiant knows based on her training
and experience that people can create Facebook profiles using fake names or false personas.

Affiant went to Facebook.com and searched for the profile “Antonio Scalywag.” Affiant located
the Facebook profile for Antonio Scalywag and identified it as the same one from the press release by
comparing the name and profile picture to the unredacted posts provided by Meyers. Affiant observed
the posts on the Antonio Scalywag Facebook profile to be consistent with those shown to her by Meyers.
Affiant observed the Facebook profile picture associated with user Antonio Scalywag to be of a white
male and female, both of whom appeared to be about thirty years of age, with two children (see below).
Affiant observed the described photo to be the only profile picture associated with the identity and persona
of the Facebook uscr Antonio Scalywag.

Antonio Scalywag Facebook profile photo as observed by Affiant and incorporated into this affidavit:

Affiant copied the Facebook profile picture used by Antonio Scalywag into an open source internet
search engine and performed a search for similar photos. From the search returns, Affiant identified
another Facebook account for Patrick Ernst that contained the same photo. Affiant observed Patrick
Emst’s Facebook account to have many photos depicting the same white male, many of which included
the same white female, as the profile picture used by Antonio Scalywag. Additionally, in the results of
the search for similar photos, Affiant observed the same photo to be linked to the website
TheEmstCo.com, which advertised the services of Amy Ermnst, a professional home organizer serving
Needville, Texas and other areas of Fort Bend County, Texas.

Affiant conducted a search of the name Patrick Ernst using the public data website truthfinder.com.
Affiant observed the results to show only one Patrick Emst in Fort Bend County, Texas, who lived in
Needville. Affiant placed a phone call to the phone number listed for the Patrick Ernst that lived in
Needville and spoke to a person who identified himself to Affiant as Patrick Ernst (Ernst). Ernst told
Affiant that he did have a Facebook account and that someone had previously contacted him via Facebook
messenger about a person identified as Antonio Scalywag using Ernst’s picturc. Affiant invited Ernst to
the Fort Bend County District Attorney’s Office for an interview.

On or about February 2, 2024, Affiant met with Patrick Emst, whose identity was later confirmed
via a search of the law enforcement database TCIC/NCIC and official Texas Driver’s License photo.
Affiant observed Ernst to appear to be the person in the photo used on the Facebook account of Antonio
Scalywag. Affiant showed Ernst the photo used on the Facebook account for Antonio Scalywag, and Ernst
stated that the photo depicted himself and his wife. Emnst told Affiant that the photo was taken at a state
park and was posted on his wife, Amy Emst’s, business website: TheEmstCo.com. Ernst told Affiant that
in November 2023, someone named Bassam Syed sent him a direct message on Facebook stating that
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Antonio Scalywag was using Ernst’s photo. Emst also showed Affiant the message from Bassam Syed
and Affiant observed it was consistent with Emst’s statement.

Affiant showed Ernst the Facebook posts by Antonio Scalywag used in the press release provided
to Affiant by Andy Meyers and Ernst denied writing them. During the meeting with Ernst, Affiant
accessed the online Facebook account for Antonio Scalywag and showed Ernst the profile, the posts, and
the list of friends on the profile. Emst told Affiant that he did not send any of the messages or make any
of the posts associated with his photo and the name Antonio Scalywag. Ernst told Affiant that the photo
of him on Antonio Scalywag’s profile was obtained and used without his consent and that he considered
the comments by Antonio Scalywag, using his photo, to be harmful to Ernst’s reputation.

On or about February 13, 2024, Affiant issued a subpoena to Meta Platforms, Inc. for the subscriber
information for the “Antonio Scalywag” Facebook account. On or about March 14, 2024, Affiant received
the Facebook records from Meta Platforms, Inc.  Affiant reviewed the records, which showed the
registered email address for the Facebook user “Antonio Scalywag” as mountaingoatzrule@gmail.com.

On or about March 19, 2024, Affiant sent a subpoena to Google, LLC (Google) requesting the
subscriber information for the email address mountaingoatzrule@gmail.com. Affiant received records
from Google responsive to the subpoena on or about April 10, 2024. Affiant reviewed the records and
observed the following subscriber information: Taral Patel, Katy, TX 77494,
and phone number [l Using the Fort Bend County Appraisal District (FBCAD) website,
Affiant searched the property address Katy, Texas 77494, and saw that it was
aresidence owned by Atula Patel and Vipul H Patel. Affiant observed that the residence was reported as
their homestead.

Using law enforcement databases, Affiant located a current Texas Driver’s License for Taral Patel.
Affiant observed that Texas Driver’s License No. [l was issued to Taral Vipul Patel, and listed
his emergency contacts as Atula Patel and Vipul Patel. Affiant observed his mailing address as J N
mKaty, Texas 77494. Affiant observed in Texas Department of Public Safety (DPS)
records from Kanger Caltzontzint that prior to changing his address on 09-08-2023, Taral Patel’s physical
address was listed as || EEEEE K -ty, Texas 77494. Affiant positively identified Taral Vipul
Patel to be the same Taral Patel who is the candidate running for County Commissioner Precinct 3 by
comparing the Texas Driver’s License photo to campaign photos identifying him at
https://www.taralpateltx.com, .

Affiant observed that the Google subpoena return for the account mountaingoatzrule@gmail.com
dated April 10, 2024, also included billing information. Affiant observed it to list the account holder as
Taral Patel and include the 16-digit Visa card number | A ffiant searched the 16-digit
Visa card number using the open source search engine Binlist.net and identified the card issuer as JP
Morgan Chase Bank. On or about April 12, 2024, Affiant sent a subpoena to JP Morgan Chase Bank for
records identifying the customer that was issued card number ||| [ | |} }@BE. O~ or about May 2,
2024, Affiant received the JP Morgan Chase Bank produced records responsive to the subpoena. Affiant
observed the records to identify the owner of the 16-digit visa card linked to
moutaingoatzrule@gmail .com as:

Customer Name: TARAL PATEL
Customer Address:

ssv: I -
SSN:
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Affiant observed the JP Morgan Chase Bank records to further identify the customer by User ID:
“taralvpatel05” and Email Address: taralvpatel@gmail.com. Affiant knows that this email address is
linked to Taral Patel as well as other target suspect emails in this investigation (sce below). Affiant
observed credit card transactions in and around the Houston area, and in the Washington, D.C. and
Arlington, VA areas beginning in August 2021.

Affiant observed the Google subpoena return also included the following online activity information:

Name: Tvpat Tvpat

Email: mountaingoatzrule@gmail.com

Last Updated Date: 2024-01-16

Last Logins: 2024-01-16, 2024-01-04, 2023-05-17
Account Recovery SMS: I [US]

IP Activity:

Timestanip IP Address Activity Type

2024-01-16 03:46:54 Z | 2601:2c2:981:7¢50:d3bl:beaa:1e13:8847 Login

Affiant searched the IP address 2601:2¢2:981:7c50:d3b1:beaa:1€13:8847 using an open source
search engine and learned that it belonged to Comcast in the Houston Metro area. Affiant sent a subpoena
to Comcast requesting the subscriber information for the IP address. On May 21, 2024, Affiant received
records from Comcast responsive to the subpoena. Affiant reviewed the records and learned that the

subscriber to the Comcast account was Atula Patel, | NNNNNENEINGNGSENK -y, Tcxas 77494.

Affiant noted that subscriber information matched the Texas Driver’s License return of Taral Vipul Patel.

Noting the Account Recovery SMS (phone number) associated with the email
mountaingoatzrule@gmail.com was NN Affiant sent a subpoena to Google on or about April
19, 2024, requesting it to identify all emails that use phone number [Nl =s the Account Recovery
SMS. On May 20, 2024, Google responded to the subpoena, Affiant reviewed the records and observed
that phone number [ v as the recovery phone number for the following email accounts:
taral. the@gmail.com, taralvpatel@gmail.com, moutaingoatzrule@gmail.com, and info@kpgeorge.com.
Affiant knows based on her training and experience that the acronym SMS means short message service,
which means a cellular/mobile phone device capable of sending/receiving text messages.

On May 7, 2024, Affiant obtained two search warrants from Judge T. Carter, of the 400%™ District
Court, Fort Bend County, Texas in the 268 Judicial District of Texas. One watrant was to Google for the
contents of the mountaingoatzrule@gmail.com account. The other warrant was to Meta Platforms Inc.
(Facebook), for the contents of the Antonio Scalywag Facebook account.

On or about May 14, 2024, Affiant received records from Google, in response to the
mountaingoatzrule@gmail.com search warrant. Affiant reviewed the records and observed that the device
associated with mountaingoatzrule@gmail.com was a Pixel 6 Pro mobile phone device. Affiant also
observed the Google records to show that in addition to mountaingoatzrule@gmail.com, the Pixel 6 Pro
mobile phone device was associated with several other email accounts, including but not limited to:
taralvpatel@gmail.com, electkpgeorge@egmail.com, info@kpgeorge.com, taralfbc@gmail.com,
tpatel@intuitivege.com, kpgeorge@kpgeorge.com, info@taralpateltx.com. Affiant knows from her
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investigation and review of campaign materials published by Taral Patel, that Taral Patel worked as Chief
of Staff for K.P. George, County Judge for Fort Bend County, Texas at or near the time the Google records
were created. Affiant looked at the contact information available on Taral Patel for Commissioner of
Precinct 3 Campaign’s website (https://www.taralpateltx.com) and saw that the email published on the
website was info@taralpateltx.com.

Affiant continued her review of the records from Google in response to the
mountaingoatzrule@gmail.com search warrant and saw an email from Facebook to Antonio Scalywag
dated July 15, 2022 that read in part “Hi Antonio, Your Facebook password was reset on Friday, July 15,
2022 at 9:54 AM (EDT) Device: Pixel 6 Pro IP address: 38.42.1.196”.

Affiant used an open-source search engine to look up the IP address 38.42.1.196 and learned that
it belonged to Starry, Inc. in the Washington, D.C. Metro area. Affiant sent a subpoena to Starry Inc.
requesting subscriber information for the IP address. On or about May 21, 2024, Affiant received records
from Starry Inc. responsive to the subpoena. Affiant reviewed the records and observed the following
subscriber information: Name: Taral Patel, Address: T NNNNGGEGEGEGEGEGEGGEGE 1 ington, VA
22209, Phone: I Iength of Service: 06/27/2022 to 05/31/2023, and Email:
Taralvpatel@gmail.com. Affiant noted that the email and phone number for this account are associated
with the identity of Taral Patel across multiples credible sources, including but not limited to DPS and JP
Morgan Chase.

On or about May 16, 2024, Affiant reviewed a press release from Fort Bend County Judge K.P.
George from February 22, 2021, that stated Taral Patel had accepted a job in Washington, D.C. and his
last day would be March 2, 2021. Affiant also used open source search tools and found a commencement
program for the May 19, 2023 graduation ceremony for George Mason University Antonin Scalia Law
School, which listed Taral Patel as a graduate. Affiant knows based on information distributed by Taral
Patel’s campaign that Taral Patel asserts he worked in Washington, D.C. for the Federal Government and
attended evening classes at George Mason University Antonin Scalia Law School.

Affiant noted that the phone number | was the account recovery phone number for
multiple emails associated with Taral Patel, and was also associated with the subscriber Taral Patel in
Arlington, VA, Affiant conducted an open source search of the phone number Jlllllllll and found
that it is a cell phone number registered to T-Mobile. On or about May 16, 2024, Affiant issued a subpoena
to T-Mobile for the subscriber information for phone number | On May 24, 2024, T-Mobile
responded to the subpoena and Affiant observed that the subscriber associated with cell phone number

I s Atula Patel, _ Katy, Texas 77494,

On May 22, 2024, Affiant received records from Meta Platforms, Inc. (Facebook) in response to
the search warrant for the Antonio Scalywag Facebook account. Affiant reviewed the records and
observed that the photo of Patrick Ernst was uploaded to Antonio Scalywag’s profile on or about October
20, 2022, from a mobile device using IP address: 38.42.1.196. Affiant knew based on her investigation
that this was a Starry, Inc. IP address that was registered to Taral Patel in Arlington, VA. Affiant located
in the Facebook records the three posts which were used in Taral Patel’s press release on September 18,
2023. Affiant also observed in the Facebook records a threat made to another user by Antonio Scalywag.
From Affiant’s review, it appeared that Antonio Scalywag, after sending the threatening Facebook
message deleted the message. Affiant observed before the Facebook message was deleted, it had been
preserved by the recipient and sent back to Antonio Scalywag as a media message.
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Affiant continued her review of the records from Meta Platforms, in response to the Antonio
Scalywag search warrant and observed the LP. Address 52.129.6.150 multiple times from September 13,
2013 to February 12, 2024. Affiant searched the IP address in an open source search engine and learned
it belonged to the internet service provider EnTouch powered by Astound. Affiant requested the subscriber
information for the L.P. address 52.129.6.150, and on June 19, 2024, learned that the L.P. address returned
to Sugar land, Texas 77479. Affiant noted this address matched the
address listed on the Taral Patel’s driver's license.

Affiant also observed in the records from Meta Platforms that Antonio Scalywag became
“Facebook Friends” with user Surendran K. Pattel (ID NS on July 28, 2021. Affiant
knows Surendran K. Pattel is the elected judge for the 240 District Court in Fort Bend County from
various interactions in the course of her employment and because his photo hangs on the wall in the Fort
Bend County Justice Center where Affiant works. Affiant recognized the profile Surendran K. Pattel (ID
) (0 be Judge Pattel’s profile based on the photo. Affiant saw that Antonio Scalywag
made several comments on user Surendran K. Pattel (ID NN ) s posts that were
complimentary to user Surendran K. Pattel (ID |IIIIIIEEEN). Affiant also observed a series of
direct messages between user Surendran K. Pattel (ID ) 20d Antonio Scalywag
beginning in August 2021. Affiant observed that the conversation was friendly in nature until January
2022, when it appeared that user Surendran K. Pattel (ID | D) v -5 upset with something
Antonio Scalywag had posted publicly. Affiant observed no further communication until November 2023
when Antonio Scalywag sent several messages to user Surendran K. Pattel (ID [ -nd
made an attempt at a phone call using Facebook messenger to user Surendran K. Pattel (ID

I ) but received no response.

On or about June 12, 2024, Affiant learned from Garrett Chapman that Taral Vipul Patel was
arrested pursuant to Arrest Warrants # 6-11-24 AW1 and 6-11-24 AW?2 signed June 11, 2024, by Judge
Chad Bridges of the 458 District Court in Fort Bend County, Texas. Affiant learned that at the time of
Taral Patel’s arrest, he was in possession of a black Google brand cell phone. Affiant learned that Taral
Patel identified the last four digits of the cell phone number as ‘Jllll On June 12, 2024, Judge Bridges
issued a search warrant for the seized phone. Affiant learned from Ranger Chapman that the phone was
forensically examined by Texas Department of Public Safety Investigator Andrew Lott. Affiant received
a preliminary device report from Inv. Andrew Lott that contained user accounts and associated URLs that
were stored on the phone. Affiant observed a Facebook account listed for “Surendran Pattel” (User [D
) that was associated with the email Taral@movetexas.org.

On or about June 24, 2024, Affiant searched Facebook for “Surendran Pattel” (User ID
I ond noted that it was a different profile from Surendran K. Pattel (ID
I).  Affiant observed that this second profile, “Surendran Pattel” (User ID
SRR . 21so contained a photograph of Judge Surendran Pattel in the 240™ District Court, Fort
Bend County, Texas. Affiant obscrved that the profile picture was updated on December 18, 2023,
Affiant also observed on the account for “Surendran Pattel” (User ID ) that the account
only followed two other accounts, “Nikita Khambe” and “Re-Elect Commisioner Andy Meyers” and had
no other public information available.

On or about July 1, 2024, Affiant and Ranger Garrett Chapman interviewed Judge Surendran K.
Pattel. Judge Pattel was shown a screenshot of the Facebook profile “Surendran Pattel” (User ID
SN /udge Pattel identified the photo on the profile as a photo of him and the same photo
Judge Pattel uses on his personal Facebook profile, which he identified as Surendran K. Pattel (ID
). Judge Pattel stated that he did not create the profile “Surendran Pattel” (User ID
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I ) 2nd he did not authorize anyone else to create the profile on his behalf. Judge Pattel
stated that the Facebook profile “Surendran Pattel” (User ID (|} ) was created using his
name and displaying his photo without his consent. Judge Pattel was asked whether he was associated
with the email Taral@movetexas.org, and Judge Pattel stated that he was not. Judge Pattel showed
Affiant his true and authentic account and Affiant saw that the username was “Surendran K. Pattel” (ID
B . 1 2ccount displayed the same profile photograph, and had much more content and
active engagement than “Surendran Pattel (User ID ).

On or about July 1, 2024, Affiant obtained a warrant to search Facebook for the records pertaining
to the Facebook account “Surendran Pattel” (User ID (S 3. The warrant was signed by C.
Bridges, presiding judge of the 458" District Court in Fort Bend County. Affiant served the warrant and
Facebook produced the responsive records the same day. Affiant reviewed the Facebook records and
observed that the account “Surendran Pattel” (User ID (| ) v 2s created on 12-18-2023 at
16:07:06 UTC. Affiant observed that the email: taral@movetexas.org was added to the account on 12~
18-2023 at 16:08:23 UTC. Affiant observed that the photo of Judge Surendran Pattel was uploaded on 12-
18-2023 at 16:09:02 UTC. Affiant observed that the account holder used a Pixel 6 Pro mobile device.
Affiant reviewed the IP addresses used to access the account and observed that IP Address 52.129.6.150
was used to access the account on 01-20-2024, 01-29-2024, and 02-17-2024. Affiant noted that this same
[P address was used during the same timeframe by Facebook user “Antonio Scalywag”, and that the IP
address returns to the Telfair Lofts where Taral Patel is a resident. Affiant observed a one-to-one chat
between the account “Surendran Pattel” (User ID |} D 2nd user Taral Patel (Facebook:
I ). /A ffiant observed the chat to appear manufactured to show that Surendran Pattel had
hostility toward Taral Patel and Fort Bend County Judge KP George (see below).

Unified Message Type One-to-One chat -

Current Participants 2024-07-01 21:12:54 UTC

Taral Patel (Facebook: i IINENEGGE
Surendran Pattel (Facebook: || NGNGB

Author Surendran Pattel (Facebook: ||| NEGTENEE

Sent2023-12-18 16:13:00 UTC
Body Call me

Author Taral Patel (Facebook: ||| | NG

Sent2023-12-18 16:13:47 UTC
Body | slill don't know why you hate Taral, he is good candidate and indian

Author Taral Patel (Facebook: | NN

Sent2023-12-18 16:13.48 UTC

Body You can now message and cail each other and see info like Active
Status and when you've read messages.

Author Surendran Patte! (Facebook: || NENENEGEGEGE

Sent
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2023-12-18 16:15:07 UTC
Body He is KP puppet. Even Dexter hate him. We will do everything in our power to destroy him and
KP.

AuthorTaral Patel (Facebook: [ NGNGB

Sent2023-12-18 16:16:09 UTC

Body This will hurt Democrat long term. Can we meet soon?

Based upon all the foregoing information, Affiant believes that a search of the Facebook account
Taral Patel (Facebook: IS from December 18, 2023 to July 1, 2024, would yield
pertinent information that would constitute evidence of the offense(s) of Online Impersonation (Texas
Penal Code 33.07) or evidence that a particular person(s) committed the offense of Online Impersonation
(Texas Penal Code 33.07).

Based upon the foregoing information, there is probable cause to believe that evidence of Online
Impersonation will be found within Meta Platforms, Inc. (specifically the social media platform of
Facebook). Based on Affiant’s training and experience, Affiant has reason to believe that by securing the
requested information related to this Meta Platforms, Inc. (specifically the social media platform of
Facebook) account will lead Affiant to information important to this criminal investigation and subsequent
prosecution of the crimes stated within this affidavit.

Subscriber information that includes names, e-mail address, recent logins and time stamps for
activity would identify the suspect(s). Expanded subscriber content like profile contact information, status
updates, shares, notes, wall postings, and friend listings would help identify the suspect(s) further and
possible associates in the crime pictured with the suspect(s). Stored active session content including the
date, time, device, IP addresses, machine cookies and browser information stored by Facebook would help
identify how and where the suspect(s) use his/her phone or computer. Current and past address(es)
associated with the account will help identify where the suspect(s) reside to place them at or near the
crimes. Alternate names on the account will help further identify the suspect(s). Third-party applications
or “apps” that use Facebook, link to Facebook, or that pull information from Facebook, will be helpful in
identifying further information the suspect(s) used to commit the offenses. History of conversations the
suspect(s) had on Facebook could be evidence of coordinating the events of the crime or posts. Places the
account holder has checked into will help identify the locations the suspect(s) have been to track and
coordinate movements establishing that a suspect was in control of the account at the time the posts were
made. Credit card information that may be stored with Facebook could be evidence of the identity of the
suspect(s). E-mail addresses connected to the account would be evidence to help further identify the
suspect(s). Events the account holder has been invited to or joined will be evidence of how the suspect(s)-
lives or help identify additional suspects. Friends the account holder has indicated as family would help
identify the suspect(s)’ connections and possibly identify the suspect(s) who are thus unidentified. The
list of followers could be evidence of accomplices in the crime. The list of individuals and accounts the
suspect(s) follows could help identify accomplices. A list of the account holder’s friends could be
* evidence of accomplices. Any location data including check-ins, addresses, pins, likes of businesses that
are kept by Facebook would be evidence of the suspect(s)’ movements and actions before, during, and
after the commission of the crimes. A list of accounts the account holder has linked to Facebook or apps
the account holder has given Facebook (Meta Platforms, Inc.) access to could provide evidence of
additional applications the suspect(s) used to coordinate and execute the offense. The list of IP Addresses
used to [ogin and logouts to this Meta Platforms, Inc. account will provide evidence of account holder and
location information. Archived messages could be evidence of communications with accomplices.
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Mobile phone numbers associated to the account would point to potential devices the suspect(s) used in
the commission of the murder. Photographs and videos posted to the account help identify the suspect(s)
and how the suspect(s) looked during periods the suspect(s) committed the crime, and could be evidence
of the crime itself. The associated information gathered by Meta Platforms, Inc. like date, time, GPS
location, and device used including serial numbers, makes, and models to the upload images and videos
would help identify devices used to help commit the murder. Additional screen names the account holder
has linked to the account could lead to additional evidence about the suspect(s) or accomplices with the

suspect(s).

Affiant has both training and experience in the investigation of crimes involving the use of stored
electronic communications and stored electronic customer data services. Affiant has also had
conversations with other law enforcement officers, including Texas Ranger Garrett Chapman, who have
experience and training in the investigation of crimes involving the use of stored electronic and stored
electronic customer data services. Affiant knows the following through her training, experience, and
conversations with other law enforcement officers:

1. Affiant knows from training and experience that social media records such as those held by Meta
Platforms, Inc. (Facebook) may support evidence of current, on-going, future, and past criminal
activity. Affiant knows that such information may be used to identify victims, witnesses,
associates, and co-conspirators.

2. From Affiant’s review of publicly available information provided by Facebook about its service,
including Facebook’s “Terms of Use” policy, “Data” policy, and “Information for Law
Enforcement”, Affiant is aware of the following about Facebook and about the information
collected and retained by Meta Platforms, Inc. (Facebook). Facebook is owned by Meta
Platforms, Inc. and operates a free-access social-networking website of the same name that can be
accessed at http://www.facebook.com. Facebook allows users to create their own profile pages,
which can include a short biography, a photo of themselves, and other information. Users can
access Facebook through the Facebook website or by using a special electronic application (“app”)
created by the company that allows users to access the service through a mobile device or tablet.

3. Facebook permits users to post photos to their profiles on Facebook and otherwise share photos
with others on Facebook, as well as certain other social-media services, including Flickr,
Instagram, Tumblr, and Twitter, When posting or sharing a photo on Facebook, a user can add to
the photo, a caption; various “tags” that can be used to search for the photo (e.g., a user made add
the tag #Chevy so that people interested in Chevrolet vehicles can search for and find the photo);
location information; and other information. A user can also apply a variety of “filters” or other
visual effects that modify the look of the posted photos. In addition, Facebook allows users to
make comments on posted photos, including photos that the user posts or photos posted by other
users of Facebook. Users can also “like” photos.

4. Upon creating a Facebook account, a user must register an email address and create an account
password. This information is collected and maintained by Facebook. Facebook also requests
users to provide basic identity and contact information upon registration and also allows users to
provide additional identity information for their user profile. This information may include the
user’s full name, e-mail addresses, and phone numbers, as well as potentially other personal
information provided directly by the user to Facebook. Once an account is created, users may also
adjust various privacy and account settings for the account on Facebook. Facebook collects and
maintains this information.
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10.

11.

12.

Social networking sites, including Facebook, which allow users to establish online accounts, create
profiles, and invite others to access profiles as friends are susceptible to fabrication and

manipulation.

Facebook allows users to have “friends,” which are other individuals with whom the user can share
information without making the information public. Friends on Facebook may come from either
contact lists maintained by the user, other third-party social media websites and information, or
searches conducted by the user on Facebook profiles. Facebook collects and maintains this
information.

Facebook also allows users to “follow” or “Friend” another user, which means that they receive
updates about posts made by the other user. Users may also “unfollow” or “Unfriend” users, that
is, stop following them or block them, which prevents the blocked user from following that user.
Facebook also allows users to post and share various types of user content, including photos,
videos, captions, comments, and other materials. Facebook collects and maintains user content
that users post to Facebook or shared through Facebook.

Facebook users may send photos, videos, and messages to select individuals or groups via
Facebook Messenger. Information sent via Facebook Messenger does not appear in a user’s feed,
search history, or profile. Users on Facebook may also search Facebook for other users or
particular types of photos or other content.

For each user, Facebook also collects and retains information, called “log file” information, every
time a user requests access to Facebook, whether through a web page or through an app. Among
the log file information that Facebook’s servers automatically record is the particular web requests,
any Internet Protocol (“IP) address associated with the request, type of browser used, any
referring/exit web pages and associated URLs, pages viewed, dates and times of access, and other
information.

Facebook also collects and maintains “cookies,” which are small text files containing a string of
numbers that are placed on a user’s computer or mobile device and that allows Facebook to collect
information about how a user uses Facebook. For example, Facebook uses cookies to help users
navigate between pages efficiently, to remember preferences, and to ensure advertisements are
relevant to a user’s interests.

Facebook also collects information on the particular devices used to access Facebook. In
particular, Facebook may record “device identifiers,” which includes data files and other
information that may identify the particular electronic device that was used to access Facebook.
Facebook also collects data from device settings including GPS location, camera, photos, and more
specific device identifies such as IMEI (International Mobile Equipment Identity), MEID (Mobile
Equipment Identity), and UDID (Unique Device Identifier).

Facebook also collects other data associated with user content. For example, Facebook collects
any “hashtags” associated with user content (i.e., keywords used), “geotags” that mark the location
of a photo and which may include GPS data such as latitude and longitude information, comments
on photos, and other information. ‘
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13. Facebook also may communicate with the uscr, by email or otherwise. Facebook collects and
maintains copies of communications between Facebook and the user.

14. As explained herein, information stored in connection with a Facebook account may provide
crucial evidence of the “who, what, why, when, where, and how” of the criminal conduct under
investigation, thus enabling investigators to establish and prove each element or alternatively, to
exclude the innocent from further suspicion.

15. A Facebook user’s account activity, IP log, stored electronic communications, and other data
retained by Facebook, can indicate who has used or controlled the Facebook account. This “user
attribution” evidence is analogous to the search for “indicia of occupancy” while executing a
search warrant at a residence. For example, profile contact information, direct messaging logs,
shared photos and videos, and captions (and the data associated with the foregoing, such as geo-
location, date and time) may be evidence of who used or controlled the Facebook account at a
relevant time. Further, Facebook account activity can show how and when the account was
accessed or used, For example, as described herein, Facebook logs the Internet Protocol (IP)
addresses from which users access their accounts along with the time and date. By determining
the physical location associated with the logged IP addresses, investigators can understand the
chronological and geographic context of the account access and use relating to the crime under
investigation.  Such information allows investigators to understand the geographic and
chronological context of Facebook access, use, and events relating to the crime under
investigation.

16. Additionally, Facebook builds geo-location into some of its services. Geo-location allows, for
example, users to “tag” their location in posts and Facebook “friends” to locate each other. This
geographic and timeline information may tend to either inculpate or exculpate the Facebook
account owner. Last, Facebook account activity may provide relevant insight into the Facebook
account owner’s state of mind as it relates to the offense under investigation. For example,
information on the Facebook account may indicate the owner’s motive and intent to commit a
crime (e.g., information indicating a plan to commit a crime), or consciousness of guilt (c.g.,
deleting account information in an effort to conceal evidence from law enforcement).

Affiant knows from her training, experience, and consultation with other certified peace officers
that Meta Platforms, Inc., located at 1 Meta Way, Menlo Park, CA 94025, is a provider of an electronic
communications service/remote computing service. Affiant knows from her training and experience that
this company provides access to a worldwide computer network, commonly known as the Internet, to
individuals and/or other users who have a subscription to, membership with, or affiliation with their
company, organization or commercial service. Meta Platforms, Inc., also provides web hosting, e-
mail/messaging services, image/video storage services, access solutions, etc. to its customers in which
Meta Platforms, Inc., reserves and/or maintains computer disk storage space on its own computer system
servers for the use of the subscribers/customers/users associated with its company. Information contained
on this previously mentioned storage space is Electronic Customer Data as defined in Texas Code of
Criminal Procedure (T.C.C.P.) Chapter 18 and may include electronic communications (commonly known
as e-mails and or messages) between subscriber(s) and other parties, graphic image and/or text files,
Internet history or Internet hyperlinks, file transfer protocol logs, website access logs, programs and other
types of data or information stored in electronic form(s). Providers of electronic communications
services/remote computing services, such as Meta Platforms, Inc., also maintain records pertaining to the
individuals and/or other users who have subscriber accounts with their company. This information can
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include registration information, account application information, credit card or other billing information,
account access information, user logon information (including secondary user log on names), account
usage reports, e-mail transaction information, news group access and posting information and other
information both in computer data and written record format that records the activities of these accounts
relating to the subscriber’s use of the services offered by the provider.

Affiant knows from her training, experience, and consultation with other law enforcement officers
that an I.P. address is a unique number assigned to a computer when that computer accesses the Internet.
LP. addresses allow computers on the Internet to locate, contact, and communicate with other computers
via the Internet network. An LP. address refers to a unique number used by a computer to access the
Internet; it is unique in the sense that no two users can have the exact same I.P. address at the same time.
Every computer or machine that is on the Internet has a unique LP. address. If a computer or machine does
not have an LP. address, it is not really on the Internet. Internet Service Providers (ISPs) are companies
that provide individuals and other companies with access to the Internet, commonly for a fee, through
telephone, cable, or satellite connections. Some ISPs also offer an extensive online array of services of
their own apart from the rest of the Internet, such as e-mail access, newsgroup access, instant message
chat, etc. Companies such as Internet Service Providers or Web Hosting Services doing business on the
Internet commonly obtain a block or series of LP. addresses. Using a specific type of software, the L.P.
address assigned to the computer can be subsequently traced to the Internet Company providing the L.P.
address. A request to the ISP, usually in the form of a subpoena, can reveal the subscription information
that the ISP receives when establishing service to the customer, including name, billing address, address
of service, and form and method of payment for the service. Affiant knows through her training and
experience that an L.P. address is an accurate technique to find the method of Internet connection for an
individual accessing the Internet. The service providers for I.P. addresses keep accurate records that can
be traced back to specific accounts if they are provided with accurate dates and times of use. Affiant is
aware that a dynamically assigned LP. address is subject to periodic change; however, in in speaking with
other more experienced law enforcement officers in this area, Affiantis aware that 1P, addresses assigned
by Comcast do not change on a regular basis. Affiant is aware that some 1.P. address may be static and
that static 1.P. address do not change periodically. Corresponding to a particular IP Address is the
Universal Resource Locator (hereinafter referred to as a URL), which is the address of the site in a text
format. Uniform Resource Locator (URL) specifies the location of and is the address of a file or resource
accessible on the Internet. An IP address may look something like “67.15.250.7.” A URL may look
something like http://www.yahoo.com.

Asaresult of the above-mentioned training and experience, and in speakiﬁg with more experienced
investigators, Affiant has learned that people can use these social media profiles to mask their true
identities and often utilize several different profiles to engage in acts of online impersonation.

By nature of Meta Platforms, Inc. being an Internet service provider, it is realized that many other
individuals, organizations, businesses, and other entities utilize this company’s services and have no
association with the subject investigation. These other unnamed individuals, organizations, businesses,
and other entities may have various amounts of information maintained in various forms with Meta
Platforms, Inc. with a reasonable expectation of privacy. It is Affiant’s intent that the search conducted at
Meta Platforms, Inc. be as least intrusive as possible to complete this search as it relates the offense(s) of
Online Impersonation, Misrepresentation of Identity, and/or True Source of Communication. Further, it
is Affiant’s intent to use whatever means or methodology on hand to conduct this search with limited or
no interruption of the service provided to these other unnamed individuals. It is for these reasons that
Affiant requests that Meta Platforms, Inc. locate and isolate the above named information on their servers
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and make a copy of such information in a readable format to provide to Affiant for review as part of this’
investigation.

Affiant further requests that Meta Platforms, Inc. be precluded from disclosing the existence of
this warrant to any person. Affiant believes that a serious adverse result as defined by T.C.C.P Article
18B.501(c) would arise if Meta Platforms, Inc. was not precluded from notification to any
customer/subscriber. Specifically, Affiant believes that because this case involves one or more suspects
masking their identities online that disclosure would lead to tampering with witnesses and evidence.

Affiant hereby notifies Meta Platforms, Inc., that an executed affidavit is required and requests
that Meta Platforms, Inc. be ordered to provide said executed affidavit along with any responsive customer
data, contents of communications, and other information produced in compliance with the warrant.

All information noted in this affidavit for search warrant has been related to Affiant by the
person(s) and/or source(s) attributed or referenced. Affiant further believes in good faith that the
information provided herein to be true, correct, and worthy of credibility. Because the sole purpose of this
affidavit is to establish probable cause that a criminal offense has occurred, not every relevant fact known
to me, or to other investigators, is included within. Rather, only those facts necessary to establish probable
cause have been discussed.

An exact copy of the warrant will be served to Meta Platforms, Inc. personnel, either by telephonic
facsimile transmission, electronic mail (email) transmission, or by uploading the warrant to the provider’s
law enforcement compliance portal, who will be directed to produce those account records and
communications in its possession. The information requested should be readily accessible to Meta
Platforms, Inc. by computer search, and its production should not prove to be burdensome.

Affiant knows the disclosure of transactional and subscriber records and information is regulated
by the Electronic Communications Privacy Act (ECPA), specifically found in Title 18 U.S.C., Section
2701, et seq. The ECPA requires the disclosure of content of an electronic communication held by an
electronic communication or remote computing service pursuant to a state search warrant, and Title 18
U.S.C. Section 2703(g), states the presence of an officer is not required for service or execution of a search
warrant issued requiring the disclosure by a provider of electronic communications service or remote
computing service of the contents of an electronic communication.

Affiant believes that Meta Platforms, Inc. holds information and evidence related to the above
described account identifier/s and that said information constitutes evidence of the above enumerated
offense(s) or evidence that particular person(s) committed the above enumerated offense(s) and that it is
held in electronic storage by the named service provider.

Based on the information gathered in this investigation thus far, Affiant feels that the information
provided by Meta Platforms, Inc. for records relating to the Facebook account Taral Patel (Facebook:
100008616256206) could be material to the Affiant’s investigation. Based on the information set forth in
this affidavit, Affiant believes specific, articulable, sufficient, and substantial facts exist establishing probable
cause to believe that the requested records constitute evidence of the offense(s) of Online Impersonation
(Texas Penal Code 33.07), or evidence that a particular person(s) committed the offense of Online
Impersonation (Texas Penal Code 33.07). ,
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“ WHEREFORE, PREMISES CONSIDERED, Affiant respectfully requests that a warrant issue’
authorizing Affiant, or any other peace officer of Fort Bend County, Texas, to search the aforesaid location
or compel an agent of Meta Platforms, Inc. to search Facebook account identifier Taral Patel
(Facebook: 100008616256206), held in their custody with authority to search for and to seize any and all
property, items, and contraband set out earlier in this Affidavit that constitutes evidence of the offense(s)
of Online Impersonation, which is a violation of section 33.07 of the Texas Penal Code.

As required under California Penal Code § 1524.2(c), I attest that the evidence sought in this
warrant is not related to an investigation into, or enforcement of, a “prohibited violation,” as defined in
California Penal Code § 629.51. “Prohibited violation” under that section means “any violation of law
that creates liability for, or arising out of, either of the following: providing, facilitating, or obtaining an
abortion that is lawful under California law; [or] intending or attempting to provide, facilitate, or obtain

an abortion that is lawful under California law.” : ) [
@ \4 Z ) \ T
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WARRANT NUMBER: ]~ o~ % 560 1~

THE STATE OF TEXAS §
COUNTY OF FORT BEND - §
268TH JUDICIAL DISTRICT §

SEARCH WARRANT COMPELLING THE DISCLOSURE
OF STORED ELECTRONIC COMMUNICATIONS

TO THE SHERIFF OR ANY PEACE OFFICER OF THE STATE OF TEXAS:

WHEREAS, the below signed authority, a Judge of a District Court located in Fort Bend County,
Texas, upon proper Application by the State of Texas supported by the sworn Affidavit of the requesting
peace officer, Investigator Evett Kelly of the Fort Bend County District Attorney’s Office, (which said
Affidavit is here now made a part hereof for all purposes and incorporated herein as if written verbatim within
the confines of this Warrant) through which the Court finds specific, articulable, sufficient, and substantial
facts establishing probable cause to believe that the requested records constitute evidence of the offense of
Online Impersonation, a violation of section 33.07 of the Texas Penal Code, and evidence that a particular
person(s) committed said offense.

This Warrant is signed pursuant to Articles 18.02(a)(13) and 18B.351 — 18B.359 of the Texas Code
of Criminal Procedure and is consistent with Title 18 United States Code (U.S.C.), 2703(c)(2) and Orders the
affiant or any peace officer of the State of Texas to go straightaway and deliver to Meta Platforms, Inc., 1
Meta Way, Menlo Park, CA 94025, a copy of this Warrant compelling the release of Electronic Customer
Data as defined in the Texas Code of Criminal Procedure (T.C.C.P.) Chapter 18B pertaining to the Facebook
account Taral Patel (Facebook: ) for the time period of December 18, 2023 to July 1,
2024,

YOU ARE THEREFORE COMMANDED to forthwith search the place therein named, to wit: Meta
Platforms, Inc., with the authority to search for and to seize and/or agents of Meta Platforms, Inc, are hereby
compelled to search for, seize, and to turn over the following records and information that are held in
electronic storage by Meta Platforms, Inc. pertaining to the Facebook account Taral Patel (Facebook:
I fo: the time period of December 18, 2023 to July 1, 2024:

Said Electronic Customer Data is more particularly described as:

1. Basic subscriber information, including but not limited to: the user identification number, full
name, e-mail addresses associated with the subscriber(s), current and past physical addresses
(including city, state, and zip code), screen names, websites, any and all registered mobile
telephone numbers associated with the listed account, account or log-on names, Internet Protocol
(IP) addresses associated with the listed account, and other personal identifiers;

2. Information about the subscriber’s use of Facebook, including but not limited to: billing
information, credit card information including account name, account number and expiration date
used in conjunction with this account, types of services utilized by the subscriber and the lengths
of such services or any other identifying or pertinent records relating to the subscriber, account
application information, account access information, user logon information (including secondary
user logon names), account usage reports, and any other information both in electronic customer
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11.

13.

14.
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16.

17.

data and written record format, that records the activities of these accounts relating to the
subscriber’s use of the services offered by Facebook (Meta Platforms, Inc.);

All records pertaining to communications between Facebook and any person regarding Taral
Patel (Facebook: | D. including contacts with support services and records of
actions taken;

Screen names the account holder has added to his/her account, the service they are associated with,
and whether these names are hidden or visible on the account;

Other accounts and all account information that may be associated with Taral Patel (Facebook:

) :fic: it has been identified;

Any information that would aid in the identification of who created the Taral Patel (Facebook:

DU §-:cchook account;

Alternate names the account holder has on the account, including by way of example but not
limitation, nicknames or aliases;

Email addresses added by the account holder, including email addresses that may have
subsequently been removed;

A list of IP addresses, dates and times associated with logins and logouts to Facebook account
Taral Patel (Facebook: | or any rclated/connected Meta Platforms, Inc.,
Instagram, or WhatsApp accounts;

Expanded Subscriber Content, including by way of example but not limitation, profile contact
information, status update history, shares, notes, wall postings, friend listings to include friends,
Facebook user names or IDs, future and past events; date and time stamp of account creation, most
recent logins;

Stored active sessions, including date, time, device, IP address, machine cookie and browser
information;

. Third-party applications (or “apps”) the account holder subscribes to;

A history of the conversations the account holder had on Facebook or Facebook Messenger;

All records of communications and messages sent or received by the account holder or through
other associated accounts, including but not limited to all direct messages, all chat logs, Facebook
messenger communications, video or audio calls and any archived messages;

Places the account holder has checked into; (,

A list of people who follow the account holder, including by way of example but not limitation,
user name and account information;

A list of people the account holder follows, including by way of example but not limitation, user
name and account information;





18.

19.

20.

21.

22.

23.
24,
23,

26,

27.

28.

29.

30.
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32.

33.

Pending, sent and received friend requests, including by way of example but not limitation, user
name and account information;

A list of the account holder’s friends and close friends, including name, Facebook ID, and
Facebook account name;

A list of addresses where the account holder has logged into his/her Facebook (Meta Platforms,
Inc.) account;

The last location associated with an update on this account;

A list of the accounts this account holder has linked to his/her Facebook (Meta Platforms, Inc.)
account; '

All archived stories or posts;
All posts, photo(s), video(s), or other items “saved” by the account holder;
All saved highlights or highlight stories;

All comments or likes that the account holder has made on another user’s post, story, photo, video,
or status update; -

Networks or groups (affiliations with schools or workplaces) that the account holder belongs to on
Meta Platforms, Inc.;

A list of pages this account holder administers;

Mobile phone numbers the account holder has added to her account, including by way of example
but not limited to verified mobile numbers he/she has added for security purposes;

Photographs, in their original format, the account holder has uploaded to his/her account or shared,
as well as, temporary and stored photographs the account holder has shared via chat. The
photographs should include metadata information, including but not limited to, the date and time
the photo was taken, GPS coordinates, make, model and possibly serial number of the device used;

Videos, in their original format, the account holder has uploaded to his/her account, or shared, as
well as, temporary and stored videos the account holder has shared via chat. The videos should
include metadata information, including by way of example but not limitation, the date and time
the photo was taken, GPS coordinates, make, model and possibly serial number of the device used;

Posts by the account holder to his/her own timeline, including by way of example but not
limitation, photos, videos, and status updates;

Posts to someone else’s timeline or profile by the account holder, including by way of example
but not limitation, photos, videos and status updates;






34. All contacts associated with the username whether derived from a mobile device phonebook or
address book, associated Facebook account, or manually searched for and added;

35. All device information associated with the Facebook account including, but not limited to,
International Mobile Equipment Identifiers (IMEIs), Mobile Equipment Identifiers (MEIDs),
International Mobile Subscriber Identities (IMSIs), and Unique Device Identificrs (UDIDs);

36. All images, photos, and videos including all photos uploaded by that user ID and all photos
uploaded by any user that have that user tagged in them. Said images, photos, and videos shall
include all associated geotags whether derived from user keywords or tags or obtained from the
Global Positioning System or other location services of a mobile device;

37. All activity logs for the account and all other documents showing the user’s posts, keywords and
tags annotated by the user, keywords and tags the user posted to other Facebook accounts and
images, and the keywords and tags of other users posted to the target Facebook account and
images; and

38. All linked social media accounts including, but not limited to Facebook, WhatsApp, Twitter, and
Instagram accounts and the username and/or user identification number for those accounts.

39. All linked Meta accounts associated with Taral Patel (Facebook: , including
any other Meta accounts listing using the phone number s a verified phone number

or alternate phone number.

IT IS HEREBY ORDERED that said records are to be delivered to the Applicant/Affiant, Investigator Evett
Kelly at 1442 Eugene Heiman Circle, Richmond, Texas 77469, within 15 business days after the date of
service or by electronic mail to evett.kelly@fortbendcountytx.gov. If e-mail is not available/possible, that
the providers provide the required data electronically on a common storage medium, such as CD-ROM
(compact disc read only memory) discs, and/or flash drive. Also, that all providers provide, when possible
and so requested, all requested data in ASCII, comma separated values (.csv), or fixed length (SDF)
format. This is to include that any and all records/data will be provided in all available formats of data,
upon request, to include, but not limited to, documents/files currently produced in Microsoft Word,
Microsoft Excel, PDF (portable document format), CSV (comma separated value), and/or other electronic
formats. Further, that upon the specific request of Affiant and/or the Fort Bend County District Attorney’s
Office, that any provided data, including account specific, be provided by the necessary providers in a
business records affidavit format that complies with the laws of the State of Texas.

IT IS FURTHER ORDERED that Meta Platforms, Inc. including any of its employees or agents, is also
ordered to retain, indefinitely, hard and soft copies of all records and/or data provided as a result of this
Warrant.

IT IS FURTHER ORDERED that the requesting law enforcement agency compensate Meta Platforms, Inc.
at the prevailing rate for expenses incurred directly relating to compliance with this Warrant.

IT IS FURTHER ORDERED that Meta Platforms Inc., including any of its employees or agents, may not

disclose to any person the existence of this warrant for an indefinite period, as any notification or
disclosure to any person of the existence of this warrant will have an adverse result as defined by Texas
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Code of Criminal Procedure (T.C.C.P) Chapter 18.B, Subchapter K, Art 18B.501 and 18 USC 2705b.
Irrespective of California Penal Code Chapter 3.6 Section 1546 et al, this prohibition from notice to
ANYONE has no expiration date. The probable cause set forth by the attached Affidavit contains evidence
and suspicion of the crime of Online Impersonation, which is contrary to the laws and peace and dignity of
the State of Texas.

IT IS FURTHER ORDERED that Meta Platforms, Inc. SHALL notify the submitting agency, named
investigator, and submitter of this process, in writing, 15 days prior to providing NOTICE to ANYONE
so that additional legal process can be obtained.

IT IS FURTHER ORDERED that Meta Platforms. Inc., shall verify the authenticity of the customer data,
contents of communications, and other information produced in compliance with this warrant by including
with the information the affidavit form, provided by the authorized peace officer serving this warrant,
completed and sworn to by a person who is a custodian of the information or a person otherwise qualified
to attest to its authenticity that states that the information was stored in the course of regularly conducted
business of Meta Platforms, Inc., and specifies whether it is the regular practice of Meta Platforms, Inc.,
to store that information.

IN THE NAME AND BY THE AUTHORITY OF THE STATE OF TEXAS

HEREIN FAIL NOT, as the peace officer to whom this warrant is delivered you shall execute it without delay
and within eleven whole days and due return make by faithfully completing the form attached hereto
designated for such purpose.

g ;
SIGNED AND ENTERED on this the = day of < \LJ\ , 2024 atf3 )60 clock
M.

o~
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Written Notice of Request for Business Records Affidavit

1, Investigator Evett Kelly, am an authorized peace officer in the State of Texas, and I am serving
a warrant for stored customer data or communication pursuant to Texas Code of Criminal
Procedure Chapters 18B.351-18B.359. In addition to the warrant, I am delivering a business
records affidavit form to the provider of an electronic communications service or the provider of
a remote computing service responding to the accompanying warrant.

This writing serves as notice pursuant to Texas Code of Criminal Procedure (T.C.C.P.) Chapter
18B, that an executed business records affidavit is required for the records that are the subject of
the warrant. Pursuantto T.C.C.P. 18B.357, the provider shall verify the authenticity of the customer
data, contents of communications, and other information produced in compliance with the warrant
by including with the information the affidavit form. The affidavit form is to be completed and
sworn to by a person who is a custodian of the information or a person otherwise qualified to attest
to its authenticity that states that the information was stored in the course of regularly conducted
business of the provider and specifies whether it is the regular practice of the provider to store that
information.
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RECORDS PURSUANT TO THE STATE OF TEXAS CODE OF CRIMINAL PROCEDURE
ARTICLE 18B.351-18B.359

L , attest, under penalties of perjury under the laws of the
United States of America pursuant to 28 U.S. C § 1746, that the information contained in this
declaration is true and correct. [ am employed by Meta Platforms, Inc., and my official title is

] am a custodian of records for Meta Platforms, Inc. and state that each of the records attached hereto is
the original record or a true duplicate of the original record in the custody of Meta Platforms, Inc., and
that I am the custodian of the attached records consisting of (pages/CDs/kilobytes). I further state that:

A. All records attached to this certificate were made at or near the time of the occurrence of the matter set
forth, by, or from information transmitted by, a person with knowledge of those matters;

B. Such records were kept in the ordinary course of a regularly conducted business activity of Meta Platforms,
Inc.; and

C. Such records were made by Meta Platforms, Inc. as a regular practice.

I further state that this certification is intended to satisfy Rule 902(11) of the Federal Rules of Evidence.

Date Signature

STATE OF CALIFORNIA

COUNTY OF

Sworn to (or affirmed) and subscribed before me this day of ,20 by

(name of person making statement).

Notary Seal: -

Signature of Notary Public-State of California

Name of Notary Typed, Printed, or Stamped
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WARRANT NUMBER: ‘7 ‘LT 2°( SW2

THE STATE OF TEXAS §
COUNTY OF FORT BEND §
268TH JUDICIAL DISTRICT §
RETURN AND INVENTORY

The undersigned Affiant, being a Peace Officer under the laws of Texas and being duly sworn, on
oath certifies that the foregomg € Eentlary search warrant came to hand on the day it was issued and that
it was executed on the “~Y¢~  day of —X 77 (& , 2024, by making the search
directed therein and seizing dunng such search tﬁmlom@descnbed property

();&0 ,DHL\

AEEIANT

!

SUBSCRIBED AND SWORN TO before me, the undersigned authority, on this the 5@ day of

Dl , 2024
Udo Y\ o

Y PUBLIC OF THE STATE OF-FEXAS

HERLINDA NANEZ |§
NOTARY PUBLIC, STATE OF TEXAS| 8

Notary ID #125555503 |f§
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